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AN INDUSTRY MISSING MINORITIES: THE DISPARATE IMPACT OF THE SECURITIES AND EXCHANGE COMMISSION’S FINGERPRINTING RULE

KELLY NOONAN*

INTRODUCTION

Employers in the United States must be careful to comply with the numerous laws and regulations enacted by the government to protect employees.1 Employers whose businesses are subject to regulation by industry-specific federal agencies created to protect the public interest2 face the further burden of compliance with the applicable rules and regulations of their respective industries. Given the vast range of federal rules and regulations impacting U.S. employers, conflicts will inevitably arise, which can create a dilemma for employers.

Employers in the securities industry face just such a dilemma as they strive to comply with both Title VII of the Civil Rights Act of 1964 and the Securities and Exchange Commission’s (SEC) requirement to disqualify from employment any job applicants or employees who have been convicted of various misdemeanors or felonies.3 Section 15b(4)(1) of the Securities Exchange Act of 1934 requires that the SEC limit the activities, including suspending privileges or revoking registrations, of any employee or broker-dealer4 that employs an individual who has been convicted of certain types of misdemeanors or felonies.5 Thus, the SEC enacted a rule that requires the vast majority of employees in the securities industry to

* J.D. candidate, Chicago-Kent College of Law, December 2012; B.S., Finance, University of Illinois, Urbana-Champaign, 2003. The author would like to thank Professor Mary Rose Strubbe and Aaron Midler for their guidance throughout this process. The author also wishes to thank her fiancé, Bill, for his love and encouragement throughout law school, and her family for all their support.

1. Examples include Title VII, the Americans with Disabilities Act, and worker’s compensation laws.

2. Examples include the Securities and Exchange Commission, the Food and Drug Administration, and the Federal Aviation Administration.


4. A broker-dealer is a person or firm engaged in the business of buying and selling securities for the accounts of others or for their own account. §78c(a)(4–5).

5. § 78o(b)(4). Such crimes include the “purchase or sale of any security, the taking of a false oath, the making of a false report, bribery, perjury, burglary,... conspiracy to commit any such offense; larceny, theft, robbery, extortion, forger[y, counterfeiting, fraudulent concealment, embezzlement, fraudulent conversion, or misappropriation of funds, or securities.”
submit fingerprints for a criminal history check\textsuperscript{6} to determine whether such employees are statutorily disqualified\textsuperscript{7} from employment. This regulation may be in conflict with Title VII, which prohibits employment practices that appear neutral but have a disparate impact on a particular race.\textsuperscript{8} The Equal Employment Opportunity Commission (EEOC), the agency charged with ensuring compliance with Title VII,\textsuperscript{9} has asserted that the use of criminal background checks as a method of pre-employment screening can have a disparate impact on African Americans and Hispanics, who are more likely to have criminal conviction records.\textsuperscript{10}

The language of the SEC’s fingerprint rule has not kept pace with the changing structure of the trading industry in recent years, resulting in broad application of the rule. Of course, ensuring the safety of financial instruments and the trustworthiness of those charged with handling cash and securities is extremely important. Yet in its current form, the fingerprint rule goes beyond merely protecting money: it excludes many individuals with even minor criminal histories from working in the securities industry.\textsuperscript{11} In today’s business environment, the rule arguably covers nearly all positions at a trading firm despite some limiting language about the job roles to which it applies.\textsuperscript{12}

This broad application of the fingerprint rule may have a disparate impact on African Americans and Hispanics in violation of Title VII. Title VII prohibits employment practices that adversely impact a protected class of individuals if the employment practice is not consistent with business necessity.\textsuperscript{13} The extensive list of offenses for which an individual is subject

\textsuperscript{6} See 17 C.F.R. § 240.17f-2 (2010).

\textsuperscript{7} This Note will use the term "statutorily disqualified" to refer to individuals who have been convicted of certain felonies or misdemeanors. See parenthetical supra note 5. Statutorily disqualified will also refer to persons convicted of any other felony in the past ten years. § 78(c)(a)(39)(F). Although persons can be statutorily disqualified for other reasons, this Note will only be looking at disqualifications resulting from criminal records.


\textsuperscript{9} § 2000e-5(a) (2006).


\textsuperscript{11} See 15 U.S.C. § 78(o)(b)(4); § 78(c)(a)(39)(F); § 240.17f-2.

\textsuperscript{12} See § 240.17f-2(a)(1)(i) (An employee ". . . shall be exempt if that person: (A) is not engaged in the sale of securities; [or] (B) does not regularly have access to the keeping, handling or processing of (1) securities, (2) monies, or (3) the original books and records" of the firm). Even information technology employees will arguably have access to the books and records of the firm and thus may fall within the requirements of the fingerprint rule. See id.

\textsuperscript{13} § 2000e-2(k)(1)(A) A disparate impact claim requires petitioner to show that the employment practice at issue causes a disparate impact on a protected group; and that the practice is not related to the job in question and a business necessity, or if the respondent demonstrates the employment practice
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to disqualification under the Securities Exchange Act and the wide array of job functions covered by the SEC’s fingerprint rule create a barrier against working in the securities industry for many prospective employees with a past criminal record. Notably, incarceration rates for African American and Hispanic men are nearly 6.5 and 2.5 times greater, respectively, than incarceration rates for white men.14 Given that African Americans and Hispanics are significantly more likely to have criminal records as compared to white people,15 this rule has a greater impact on those races. Thus, employers are placed in a difficult position because compliance with the fingerprint rule could leave the employer vulnerable to claims of disparate impact.

This Note explores the disparate impact the SEC’s fingerprint rule may have on African Americans and Hispanics. In Part I, this Note will explain the requirements of Title VII with respect to disparate impact claims and will examine the recent actions by the EEOC asserting that criminal background checks as a method of pre-employment screening can adversely impact African Americans and Hispanics. Part II will examine the SEC’s fingerprint rule and whether the technological advances in the industry have resulted in unnecessarily broad application of the rule, beyond what could be legitimately considered a business necessity. Part III proposes that the SEC’s fingerprint rule may have a disparate impact on minorities, contributing to low numbers of African Americans and Hispanics in the securities industry. Finally, Part IV recommends that the SEC narrow the scope of the fingerprint rule to achieve the intent of Section 15b(4)(1) of the Securities Exchange Act without unnecessarily excluding minorities from the industry.

I. DISPARATE IMPACT LIABILITY UNDER TITLE VII

Discrimination in employment decisions can manifest itself in a variety of ways. The most familiar and obvious form is direct discrimination. However, the Supreme Court recognized that even facially neutral employment actions may still effectually discriminate against protected classes.16 In recognizing disparate impact as a violation of Title VII, the

14. See Bureau of Justice Statistics, Prisoners in 2008 Bulletin 2 (focusing on Table 2) (U.S. Department of Justice, Revised June 30, 2010)
15. Id.
16. Griggs v. Duke Power Co., 401 U.S. 424, 436 (1971) (finding that a requirement that employees have a high school diploma or to pass a standard intelligence test, which disproportionately disad-
Supreme Court provided employees protection against more subtle forms of discrimination. 17

A. Disparate Impact Generally

The Supreme Court first recognized an employer's liability for employment practices that have a disparate impact on a protected class of employees in *Griggs v. Duke Power Company*. 18 Congress subsequently codified the disparate impact ruling of *Griggs* in the Civil Rights Act of 1991. 19 Consequently, Title VII prohibits employment practices that have a disparate impact on a group of individuals because of the group's race, religion, sex, or national origin. 20 For example, the Supreme Court has held that a requirement for employees at a power plant to have a high school diploma or pass a standardized intelligence test had a disparate impact in violation of Title VII because it disproportionally impacted African American employees and did not reasonably predict job performance. 21 Employers are prohibited from using these employment practices even if the practice appears neutral and the discrimination was unintentional. 22

To demonstrate a prima facie case of disparate impact, a plaintiff must first identify the particular employment practice at issue, such as a general aptitude or physical strength test, and then demonstrate the causal connection between the practice and the adverse impact on the protected class. 23 Courts often rely on statistical evidence to demonstrate a causal connection between a given employment practice and the adverse result. 24 The statistics must demonstrate a disparity that is so substantial as to raise an inference of causation between the disparity and the employment practice. 25 Courts generally utilize either the "four-fifths" rule of statistical measurement or a standard deviation test for evaluating whether an inference of
causation has been established for disparate impact cases. The four-fifths test asserts that if the selection rate of any protected class is less than four-fifths or 80 percent of the rate for the group with the highest selection rate, the low selection rate will generally be viewed as evidence of an adverse impact for purposes of a disparate impact claim. For the standard deviation test, courts have used statistical tests that measure the probability that a result is random when compared to a predicted result. While the courts are not bound to rely on either test, both have been found to sufficiently demonstrate a causal connection between an employment practice and an adverse impact on a protected class.

If a plaintiff successfully establishes a prima facie case of disparate impact, Title VII provides employers an affirmative defense if the employer can demonstrate the employment practice is job related and a business necessity. A business necessity may arise, for example, from the physical or educational requirements to perform a certain job. To establish an employment practice as job related and a business necessity, courts have looked closely at whether the characteristic in question is vital to the specific job role at issue. Specifically, courts have distinguished between preferences of employers or customers and a true business need. A requirement for sales clerks to speak English may be a business necessity because the requirement directly impacts the employee’s interaction with

26. See Mem v. City of St. Paul, Dept. of Fire & Safety Services, 224 F.3d 735, 740 (8th Cir. 2000) (finding the four-fifths rule may be used to determine if an employment practice has an adverse impact); Waisome, 948 F.2d at 1376 (finding the court has relied on both the four-fifths test and standard deviation analysis for evaluating adverse impact); Vulcan Soc., Inc., 637 F.Supp.2d at 86 (finding the four-fifths test and standard deviation analysis are widely used to evaluate statistical evidence in disparate impact cases).

27. 29 C.F.R. § 1607.4D; Mem, 224 F.3d at 740.


31. See, e.g., Lanning v. Se. Pa. Transp. Auth., 308 F.3d 286, 288 (3d Cir. 2002) (finding minimum aerobic capacity was necessary requirement for successful performance of position as training cadet); Contreras v. City of Los Angeles, 656 F.2d 1267, 1284 (9th Cir. 1981) (finding the City of Los Angeles demonstrated an auditor examination was sufficiently relevant to the auditor position and therefore met the requirements of the business necessity defense).

32. See Griggs v. Duke Power Co., 401 U.S. 424, 431–32 (1971) (finding persons who did not have a high school diploma and did not pass the standardized test continued to do well in their job roles and therefore the requirement was not a business necessity); Lanning, 308 F.3d at 288 (finding minimum aerobic capacity was necessary requirement for successful performance of position as training cadet).

customers whereas a customer preference for clean-shaven pizza delivery men is not a business necessity.

Further, the courts have established that to qualify as a business necessity the employment practice should be predictive of job performance and must be tailored to correctly measure the specified criteria as it applies to the individual employee. General or overly broad criteria are not acceptable. Employers should be able to demonstrate that the business practice is necessary for the “safe and efficient performance” of the particular job at issue, or that there is a manifest relationship between the practice and the position in question. Still, a plaintiff can overcome the affirmative defense of business necessity by demonstrating that an alternative, non-discriminatory employment practice could achieve the same business-related result. For example, a test that directly measures the strength of prison guards may serve as a non-discriminatory alternative to minimum height and weight requirements.

B. The Use of Criminal Background Checks

There is no clear guidance from the courts as to whether criminal background checks violate Title VII. The Supreme Court has yet to weigh in on the issue of criminal background checks as a pre-employment screening tool and their potential impact on minorities. Although the Supreme Court has addressed the business necessity defense, background checks call for unique consideration because they do not specifically relate to the individual’s ability to perform the job in the way an educational requirement or physical strength test does. Instead, criminal background checks raise the question of whether someone who previously committed a crime

34. See EEOC, 419 F.Supp.2d at 417 (finding requirement for sales staff to speak English when customers are present is not merely customer preference but legitimately goes to helpfulness and approachability of employees).
35. See Bradley, 7 F.3d at 799 (finding a no-beard policy for pizza delivery drivers, while preferred by customers, was not necessary to the business and had a disparate impact on African-American men).
36. El v. Se. Pa. Transp. Auth., 479 F.3d 232, 240 (3d Cir. 2007) (citing Dothard v. Rawlinson, 433 U.S. 321, 332 (1977)). However, disparate impact cases are fact based so a business necessity defense must be evaluated on the merits of a particular case. Id. at 245.
37. Id. at 242 (citing Dothard, 433 U.S. at 332; Albemarle Paper Co. v. Moody, 422 U.S. 405, 431 (1975); Griggs, 401 U.S. at 431–32.
41. Dothard, 433 U.S. at 331–32.
42. See Watson, 487 U.S. at 979; Griggs, 401 U.S. at 431.
is likely to commit a similar crime in the future and whether an employer can choose not to assume that risk.

Many employers would be unquestionably justified in refusing to hire persons convicted of certain types of crimes, such as extremely serious offenses or crimes with high recidivism rates. Employers would likely not be expected to assume the risk of hiring persons with these types of convictions if the concern for the safety of others or the potential financial loss was significant. For example, the Third Circuit held that a second degree murder conviction was relevant to the successful performance of a job as a para-transit driver because the position required the driver to be alone with vulnerable passengers. Further, an employer should be able to establish that trustworthiness is an essential characteristic for a bank teller; the bank employer likely could justifiably refuse to hire someone with multiple theft convictions. However, the issue becomes murkier when an applicant's past criminal conviction poses no threat to the safety of others, where the crime is not relevant to the job at issue, or when the time elapsed since the conviction raises questions as to whether the conviction itself is a likely indicator of future behavior.

The EEOC recognizes the dilemma faced by employers in wanting to protect their businesses, employees, and customers by learning about the criminal histories of prospective employees, while also attempting to avoid any selection process that adversely impacts minority applicants. Accordingly, the EEOC does not prohibit the use of background checks in pre-employment screening and acknowledges that in certain situations the use of criminal background checks is even mandated. However, the EEOC makes clear that employers who use criminal background checks as a pre-employment screening tool must still comply with Title VII.

43. Examples include murder, sexual assault, and kidnapping.
44. Statistics indicate that within three years of arrest, the highest rates of recidivism occur for persons convicted of motor vehicle theft and possession of stolen property. PATRICK A. LANAGAN & DAVID J. LEVIN, BUREAU OF JUSTICE STATISTICS, SPECIAL REPORT, RECIDIVISM OF PRISONERS RELEASED IN 1994, 1 (U.S. Department of Justice, June 2002, NCJ 193427).
46. See EEOC, Pre-Employment Inquiries and Arrest & Conviction (last visited Aug. 28, 2010), www1.eeoc.gov/laws/practices/inquiries_arrest_conviction.cfm. An employer can lawfully refuse to hire an applicant if employer determines person cannot be trusted to perform the duties of the job when considering the job role and the nature and seriousness of the offense.
47. See id.
48. EEOC, supra note 10, at 4 (“Using criminal records as an employment screen may be lawful, legitimate, and even mandated in certain circumstances.”).
49. Id. (“However, employers that use criminal records to screen for employment must comply with Title VII’s non-discrimination requirements.”).
To avoid violating Title VII, employers should narrowly tailor criminal background check policies to prevent overly broad application of the policy to unnecessary job functions or to persons convicted of irrelevant crimes.\textsuperscript{50} The Eighth Circuit found that a policy of refusing to hire anyone with a conviction other than a minor traffic offense was too broad to establish a business necessity defense.\textsuperscript{51} When applying the business necessity defense to criminal background checks, the Third Circuit reasoned that the screening policy must be able to determine which applicants or employees pose an unacceptable level of risk.\textsuperscript{52} The Third Circuit emphasized that determinations as to the business necessity of such screening policies are fact specific and need to be determined on a case by case basis.\textsuperscript{53}

Generally, employers are not afforded the opportunity to gather information relating to the circumstances surrounding the past conviction when they utilize a blanket exclusion policy for applicants with prior criminal convictions.\textsuperscript{54} The circumstances surrounding a criminal conviction may provide clarity to an employer as to whether an individual is likely to repeat past behaviors or whether the person simply made a mistake from which she has learned her lesson. For example, by speaking with the employee about the criminal conviction, the employer might learn that a conviction for theft was a misunderstanding or regrettable choice made many years prior. As a result, the employer would be in the position to determine whether the criminal conviction is relevant to the job at issue. A blanket policy of excluding job applicants with a prior criminal conviction does not provide the employer an opportunity to make a decision that is tailored to the job role and the individual job applicant.\textsuperscript{55}

Conversely, criminal history screenings do not violate Title VII when tailored to fit the requirements of specific job roles and limited to convictions relevant to the job in question.\textsuperscript{56} The EEOC encourages employers to evaluate the applicant’s criminal history in connection with the particular

\textsuperscript{50} EEOC, supra note 46.
\textsuperscript{51} Green v. Missouri Pac. R.R. Co., 523 F.2d 1290, 1298–1299 (8th Cir. 1975) (finding the business necessity defense could not justifiably exclude anyone convicted of a crime other than a minor traffic violation from every position).
\textsuperscript{53} Id.
\textsuperscript{54} See EEOC, supra note 46 (recommending that employers allow job applicants to explain the results of a criminal background check).
\textsuperscript{55} See id. at 240 (finding that the employment practice must be tailored to measure the specific criteria as it applies to the individual employee in order to establish a business necessity defense).
\textsuperscript{56} See id. at 238–249. The Third Circuit found summary judgment appropriate where the employer dismissed a para-transit driver upon learning of a previous conviction for second degree murder due to public safety concerns.
job in question, the type of offense for which the applicant was convicted, and the time elapsed since the conviction occurred. Further, the EEOC recommends that employers periodically reevaluate any testing or selection policies, such as background checks, to ensure that the requirements remain necessary as the job roles change. The employer should update its policy if it finds that its selection process is out of date and no longer applicable to the job role at issue.

The difficulty of properly tailoring a criminal background check policy to comply with Title VII has recently led the EEOC to increase its focus on the issue, particularly in light of the disparate impact such policies can have on African Americans and Hispanics. In 2008 and 2009, the EEOC filed two class action lawsuits claiming an event-planning company and a staffing agency's broad use of criminal history records in employment screening had an adverse impact on African American and Hispanic job applicants and that the screening policies were not consistent with business necessity. In August 2010, Carol Miaskoff, the EEOC Assistant Legal Counsel, stated that the EEOC sees the issue as a growing problem because new technology has increased the ease with which employers can access criminal history information. Additionally, other recently filed private lawsuits, including cases involving a large management consulting company and a transportation company, claim the employers’ broad use of criminal background checks have a disparate impact on minorities. The increased scrutiny on this employment practice highlights the dilemma faced by broker-dealers who have a regulatory obligation to conduct crimi-
nal history reviews and have little control over which employees are excluded as a result.

II. THE SECURITIES INDUSTRY & THE FINGERPRINT RULE

Like many industries in the United States, the securities industry is regulated by the federal government. Therefore, employers in the securities industry are not only bound by the federal laws applicable to all U.S. employers, but they are also subject to specialized laws and regulations applicable to their industry. This federal oversight of the securities industry plays an essential role in ensuring the U.S. financial markets operate as fairly and efficiently as possible. However, it also imposes a unique set of challenges and obligations on employers in the securities industry.

A. Background on the Securities Industry

Congress passed the Securities Exchange Act of 1934 and created the SEC in response to the stock market crash of 1929. Since the 1930s, the SEC has been responsible for regulating the U.S. stock markets, the firms and individuals who trade on those markets, and the companies that list their stocks on a stock exchange. The Securities and Exchange Act of 1934 gave the SEC the power to promulgate regulations to ensure a fair and equitable marketplace. To aid enforcement, the SEC has delegated certain regulatory obligations to the stock exchanges. As self-regulatory organizations, the individual stock exchanges and independent regulatory organizations can enforce the SEC regulations on market participants and are subject to oversight by the SEC.

The securities markets themselves have changed dramatically since 1934. As a result, the SEC has been faced with the challenge of adapting its rules so as to remain applicable to the evolving market structure while also

65. Id.
67. Id.
68. Id.
70. See § 78o-3; SEC Concept Release Concerning Self-Regulation, 60 Fed. Reg. 71256 (Dec. 8, 2004).
continuing to maintain a fair and efficient marketplace. For example, in 1975 Congress amended the Securities Exchange Act of 1934 and encouraged the SEC to modify its regulations to facilitate the growth of multiple stock exchanges, to encourage competition, and to ensure customers received the best possible prices. Consequently, the number of trading facilities available to people has exploded over the past three decades as technology and competition have increased, and the stock markets have shifted primarily to electronic trading. Today, it is estimated that over 70 percent of volume on U.S. stock markets is generated electronically.

B. Rule 17f-2: The Fingerprint Rule

Section 15(b)(4)(1) of the Securities and Exchange Act obligates the Securities and Exchange Commission to restrict the activities of broker-dealers and their employees who are statutorily disqualified. An individual can become statutorily disqualified for violating SEC or exchange rules, the rules of the Commodity Futures Trading Commission, or the rules of several other governmental or regulatory bodies. More significantly, employees can be disqualified if they have been convicted of a felony or misdemeanor involving the “purchase or sale of any security, the taking of a false oath, the making of a false report, bribery, perjury, burglary, . . . conspiracy to commit any such offense; larceny, theft, robbery, extortion, forgery, counterfeiting, fraudulent concealment, embezzlement, fraudulent conversion, or misappropriation of funds, or securities,” or any other felony in the previous ten years. The language of this Act is so expansive that an individual convicted of shoplifting at eighteen could be statutorily disqualified from working in the securities industry until the age of twenty-eight.

Although quite broad, the prohibited offenses recognize the importance of the having trustworthy employees in positions that involve handling important financial instruments. One of the SEC’s main functions

72. O’Hara, supra note 71, at 38.
73. See SEC Concept Release on Equity Market Structure, supra note 71, at 3,594.
74. Randall Dodd, Opaque Trades, 47 INTERNATIONAL MONETARY FUND FINANCE AND DEVELOPMENT 26, 27 (March 2010).
77. § 78o(b)(4).
78. § 78c(a)(39)(F).
79. See § 78c(a)(39)(F); § 78o(b)(4).
is to protect investors so they feel comfortable investing their money in the
stock market and contributing to an efficient marketplace. This is an ex-
tremely important task. Therefore, it is certainly understandable that the
SEC would restrict broker-dealers from hiring individuals convicted of
crimes involving theft or fraud for positions which require handling cash
and securities, just as it would be understandable not to hire a person con-
victed of theft for a position such as a bank teller or cashier, which requires
handling significant amounts of cash.

The SEC established the fingerprinting rule to address the obligations
imposed by Section 15(b)(4)(1) of the Securities and Exchange Act. Under
the fingerprint rule, a broker-dealer or member of a securities exchange
must fingerprint all of their associated persons, unless subject to an ex-
emption. The employer must also submit those fingerprints to the Attor-
ney General, or his designee, for a criminal history check. If an
individual's criminal history check uncovers arrests or criminal conviction
records, the details of those arrests are reported back to the broker-dealer.
The broker-dealer uses the results of the criminal history report to deter-
mine whether employing the individual would be a violation of Section
15(b)(4)(1). Additionally, the fingerprint rule sets out the following three
limited exemptions to excuse employees from the fingerprint requirement:
(1) individuals who are not engaged in the sale of securities; (2) individuals
who do not regularly have access to the handling or processing of securi-
ties, money, or the original books and records relating to securities or mon-
ey; and (3) individuals who are not responsible for the supervision of the
activities described in the other exceptions.

The requirements of the fingerprint rule seem to encourage employers
to underutilize the exemptions. First, the rule requires that broker-dealers
follow specific procedures with respect to any employee deemed to be
exempt from the fingerprinting requirement. The broker-dealer must main-
tain a notice of exemption listing each employee for which it is claiming
the exemption, including detailed information about the job functions of
each exempt employee and the procedures taken to ensure the exempt em-

80. SEC, supra note 64.
81. For purposes of this note, associated persons include officers, directors, partners, and employ-
ees.
82. 17 C.F.R. § 240.17f-2 (2010).
83. § 240.17f-2.
84. National Association of Securities Dealers, Notice to Members 05-39: Fingerprinting Proce-
dures, 1 (May 2005) http://www.finra.org/web/groups/industry/@ip/@reg/@notice/documents/notice
85. Id. at 2.
86. § 240.17f-2(a)(1).
ployee does not have access to any books and records relating to securities or money.\textsuperscript{87} Further, the broker-dealer must maintain these exemption notices for the life of the company.\textsuperscript{88}

Second, failing to fingerprint someone who does not qualify for an exemption can be a costly risk many employers may be unwilling to take. Broker-dealers who fail to comply with the fingerprinting requirement of the SEC may be subject to regulatory action from the SEC or any self-regulatory organization that conducts examinations of the broker-dealer.\textsuperscript{89} In recent years, firms have been fined between $10,000 and $15,000 for failing to fingerprint all necessary employees.\textsuperscript{90} Broker-dealers need to be diligent about submitting fingerprint records for all necessary employees because of the significant fines that are assessed for violations of the fingerprint rule and because subsequent violations could result in even higher penalties.\textsuperscript{91} Furthermore, trading firms want to be cautious in their evaluation of which positions fall within the requirements of the rule. While an employer may reasonably believe an employee qualifies for an exemption, the broker-dealer could be subject to a fine if the self-regulatory organization conducting their examination interprets the rule differently.\textsuperscript{92}

If an employee’s fingerprint results reveal a conviction that would statutorily disqualify the individual, the employer is not flatly prohibited from continuing to employ the person. The self-regulatory organizations provide a process through which broker-dealers can request permission for a statutorily disqualified employee to work in the industry.\textsuperscript{93} However,

\begin{itemize}
\item \textsuperscript{87}§ 240.17f-2(e)(1)
\item \textsuperscript{88}17 C.F.R. § 240.17a-4(e)(3).
\item \textsuperscript{89}See, e.g., Chicago Board Options Exchange Business Conduct Committee Decision Accepting Offer of Settlement, Nolita Capital 10-0022 (Aug. 17, 2010), https://www.cboe.org/publish/DisDecision/10-0022.pdf (assessing fine of $12,500 for failure to fingerprint employees); National Association of Securities Dealers, Notice to Members Disciplinary Actions and Other Decisions 5 (May 2007) (assessing Geneos Wealth Management a fine of $15,000 for failure to fingerprint).
\item \textsuperscript{90}See Chicago Board Options Exchange Business Conduct Committee supra note 89; Chicago Board Options Exchange Business Conduct Committee Decision Accepting Offer of Settlement, Cassandra Trading 10-0017 (May 25, 2010), https://www.cboe.org/publish/DisDecision/10-0017.pdf (assessing fine of $15,000 for failure to fingerprint employees); Chicago Board Options Exchange Business Conduct Committee Decision Accepting Offer of Settlement, Wolverine Trading LLC, 08-0053 (Dec. 18, 2008), https://www.cboe.org/publish/DisDecision/08-0053.pdf (assessing fine of $10,000 for failure to fingerprint); National Associate of Securities Dealers, supra note 89.
\item \textsuperscript{91}Regulators generally assess higher fines for repeated violations of the same rule in order to deter future violations. See Financial Industry Regulatory Authority, Sanction Guidelines 2 (2010), http://www.finra.org/web/groups/industry/@ip/@en/?@sg/documents/industry/p011038.pdf.
\item \textsuperscript{92}For fines relating to failure to fingerprinting employees, see Chicago Board Options Exchange Business Conduct Committee supra note 89; National Association of Securities Dealers, supra note 89.
\item \textsuperscript{93}Financial Industry Regulatory Authority (FINRA) Rule 9522(e)(2), SR-NASD-97-28 (Effective Aug. 1997); FINRA Rule 9523, SR-NASD-99-76 (Effective Sept. 11, 2000).
\end{itemize}
there is little incentive for employers to subject themselves to the complex authorization process to retain a statutorily disqualified individual. The process requires application to the appropriate self-regulatory organization, including a possible hearing on the matter, is subject to the discretion of the self-regulatory organization, and if approved, requires the employer to institute special supervision requirements with respect to the employee in question.\textsuperscript{94} The Financial Industry Regulatory Authority (FINRA), one of the primary self-regulatory organizations in the securities industry, reports only eleven statutory disqualification decisions in the past four years relating to individuals with criminal histories.\textsuperscript{95} In nine of those decisions, FINRA did authorize the employee to work for a broker-dealer subject to heightened supervision requirements specified by FINRA.\textsuperscript{96} FINRA denied the two other applications requesting approval to work despite a statutory disqualification.\textsuperscript{97} As the rule currently stands, the best alternative for employers is to fingerprint nearly all employees and refuse to hire anyone deemed statutorily disqualified.

\textsuperscript{94} Financial Industry Regulatory Authority (FINRA) Rule 9522(e)(2), SR-NASD-97-28 (Effective August 1997); FINRA Rule 9523, SR-NASD-99-76 (Effective Sept. 11, 2000).


\textsuperscript{97} See NASD National Adjudicatory Council Decision SD06012, supra note 95; NASD National Adjudicatory Council Decision SD06002, supra note 95.
C. Application of the Fingerprint Rule

The fingerprint rule was enacted in 1982 and, although the industry has since shifted to a heavily electronic environment, the rule has remained essentially unchanged since first enacted. The rule seems to be outdated in today's modern environment. Presume, for example, that a twenty-six-year-old African American man wishes to apply for a job as a computer programmer at a New York City trading firm. He has a college degree in computer programming and several years of relevant experience working as a computer programmer in another industry. Suppose that this young man was convicted of theft at eighteen years old, but has not had any legal problems since high school. At first glance, this young man may look like an ideal candidate for some employers in the securities industry.

Unfortunately for this young job applicant, his criminal conviction places the broker-dealer in a predicament. The electronic evolution of the securities markets not only changed the market structure, but also vastly altered the job functions of employees at broker-dealers. Previously, an employer could easily identify who had a key to the safe or a filing cabinet. However, employers may no longer be able to easily determine which computer programmers on staff might be viewed as having access to books and records.

When a trading system functions completely electronically, a firm might have certain programmers who create and maintain the systems that decide to send the order to purchase stock, other programmers who create and maintain the systems which translate those orders into the programming language used by a particular stock exchange, other programmers who maintain the database which stores all the trading data the firm is obligated to retain, and still other programmers who design and run trading reports to assist management in monitoring trading behavior. Likewise, information technology personnel, who are responsible for resolving equipment issues, may also have access to systems containing trade data. All such employees could be said to have access to books and records relating to securities or monies and therefore may be subject to the fingerprint rule. Yet, the job roles described above could easily encompass most of the departments in a trading firm.

100. See id.
Unfortunately, trading firms may be forced to reject this hypothetical job applicant, solely on the basis of his criminal conviction, because any computer programming position the applicant could be hired for would likely involve accessing the firm’s “books and records relating to securities and monies.” 101 Employers are left with few alternatives even if it is clear that the job applicant is not a risk to the firm or its customers. The employer can reject the otherwise qualified applicant, try to create a job role that she is confident would be exempt under the fingerprint rule and maintain the necessary exemption paperwork for the employee, or apply for authorization from her self-regulatory organization to employ the statutorily disqualified person. Unfortunately for job applicants with criminal backgrounds, the least burdensome option for the employer is to simply reject the applicant and look for another candidate without a criminal history.

Broker-dealers are placed in a situation that encourages them to comply with the fingerprint rule in an overly broad manner because the SEC’s fingerprint rule has not evolved along with the technological changes in the industry. This is especially true since the language of 17f-2 provides ample room for interpretation as to what constitutes access to the books and records, monies, or securities. 102 Moreover, the SEC discourages narrow application of the rule by placing the burden on employers to justify to their regulator why an individual is exempt. 103 An employer may reasonably believe that her receptionist clearly falls within the exemption to the rule and therefore would not be required to be fingerprinted. 104 However, if the receptionist’s responsibilities include opening business-related mail, then the employee may be subject to the fingerprinting rule. 105

Further, even if the employer is confident that certain job functions are justifiably exempt from the fingerprint requirement, the employer is still faced with the burden of maintaining the appropriate documentation to defend the exemption. 106 The employer must keep its exemption notices updated for any employees it opts not to fingerprint and must ensure that employees are subsequently fingerprinted if their job responsibilities change such that they become subject to the rule. 107 Employers are encouraged to submit fingerprints for nearly all employees and to refuse to em-
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ploy anyone that is statutorily disqualified because of the burden created by the fingerprinting rule.

III. THE FINGERPRINT RULE’S POTENTIAL DISPARATE IMPACT ON MINORITIES

Not only are the procedural matters involved with the fingerprint rule a burden to employers in the securities industry, but complying with the rule may also subject the employer to Title VII liability. The EEOC’s recommendations for employers using criminal background checks as an employment screening practice are aimed at avoiding the disparate impact such practices can have on African Americans and Hispanics. Yet, as discussed above, the SEC’s fingerprint rule provides few alternatives for employers in the securities industry. The required use of criminal background checks in the securities industry, the low employment rates for African Americans and Hispanics in the securities industry, and the high criminal conviction rates amongst these populations give rise to an inference that the fingerprint rule may have a disparate impact on minorities. Additionally, the technological changes that have occurred over the past three decades in the securities industry have likely weakened any argument that the fingerprint requirement meets the standards for a business necessity defense, or that an alternative non-discriminatory method of screening is unavailable.

Further, employers in the securities industry may believe that they would be protected from Title VII liability since the fingerprinting requirement is an SEC regulation with which they must comply. While that may garner some sympathy and understanding from the courts, it is not likely to provide employers a complete defense to Title VII liability. Fortunately, the SEC is in the position to relieve the burden the fingerprint rule places on employers by narrowing the scope of the rule so it better suits how the industry operates in today’s electronic environment.

108. See EEOC, supra note 46; EEOC, supra note 38, at 1.
110. See Bureau of Justice Statistics, supra note 14.
A. Adverse Impact on Minorities

To establish an adverse impact on a protected class of people, a plaintiff must identify the employment practice at issue and demonstrate the connection between the practice and the adverse impact on the protected class. An adverse impact may be suggested when the percentage of minorities employed in the jobs at issue is significantly disproportionate to the percentage of minorities in the surrounding community. The Third Circuit upheld a district court’s finding that a residency requirement caused an adverse impact because the percentage of minorities hired was extremely low as compared to the minority population in the local geographic area. While statistical evidence from the actual pool of applicants or qualified labor pool may best demonstrate the connection between the employment practice and the adverse impact, such evidentiary support may not always be available to demonstrate a direct correlation between the employment practice and its adverse impact on minority groups.

With respect to the securities industry, the percentage of minorities employed in the industry is significantly disproportionate to the available labor pool. The current population survey for 2010 found that African Americans and Hispanics comprise only 5.3 and 4.6 percent of job positions, respectively, in the securities, commodities, funds, trust, and other financial investments categories. Over 80 percent, or four-fifths, of job positions in the securities industry are filled by white or non-minority persons. In comparison, in New York City, the financial center of U.S. securities markets, African Americans comprised 26.6 percent of the population and Hispanics comprised 27 percent of the overall population as of 2006. Although the entire minority population is not necessarily representative of the qualified labor pool for the securities industry and New York City serves as only one example of a relevant population, the statistics do provide insight into the dramatic disparity between the representa-
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117. Asian employees comprise 8.0 percent of positions bringing the total for all three minority racial groups to 17.9 percent. Id.
tion of these minority groups in a relevant population and their representations in the securities industry.

Further, the lack of minorities in professional or management positions in the industry is striking. The majority of positions in the financial services industry are professional and management level. Yet, in the securities industry, African Americans comprise only 4.4 percent of official or management positions and only 7 percent of professional positions. Similarly, Hispanic employees represent only 2.9 percent of official or management positions and only 4.4 percent of professional positions.

The limited presence of minorities in the financial services industry has even garnered the attention of Congress. In May 2010, Orice Williams Brown, the Director of the Government Accountability Office's (GAO) Financial Markets and Community Investment Team, testified before the Subcommittees on Oversight and Investigations and Housing Community Opportunity and the House Committee on Financial Services about the GAO's study on management-level diversity in the financial services industry. Mr. Brown testified that although many financial services firms initiated diversity programs in the mid-1990s, there has not been any significant change in diversity in management positions in the financial services industry. Recruitment and retention issues were noted as contributing factors for the lack of minorities in management-level positions. It seems logical that few minorities would have the opportunity for promotion into management-level positions given that they hold so few positions within the industry overall. Increasing the presence of minorities in the industry overall would likely facilitate their increased presence in management positions.

Ultimately, these statistics should raise questions as to whether the use of criminal background checks as an employment screening tool in the securities industry has an adverse impact on African Americans and Hispanics due to the prevalence of criminal convictions in those communities. The Bureau of Justice Statistics reports that per every 100,000 people, the imprisonment rate for African American men is 3,161 and for Hispanic
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men the rate is 1,200 as compared to 487 for white men. These numbers reflect incarceration rates that are nearly 6.5 and 2.5 times higher for African American and Hispanic men, respectively, as compared to white men. Moreover, these figures demonstrate the increased likelihood for an African American or Hispanic man to have a criminal conviction as compared to a white man. With minority populations rapidly increasing as a percentage of the overall population in the United States, the fact that their representation in the securities industry remains extremely low raises an inference that African Americans and Hispanics are adversely impacted by an employment practice that excludes individuals based on criminal convictions.

B. The Fingerprint Rule is Too Broad to Support a Business Necessity Defense.

The evolution of the securities markets to an electronic trading environment and the broad application of the fingerprint rule no longer support a business necessity defense. When the SEC first enacted the fingerprint requirement in 1982, the job roles to which the fingerprint rule applied were likely apparent and logical. Traders worked on the exchange floor and manually completed trading cards to document their transactions. Generally, customers deposited money into their brokerage accounts by cash or check. Representatives often received customer orders via phone and manually documented those transactions. Stock certificates were physically transferred via messenger and held for safekeeping by the firm in a
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vault or safe. Trading cards, checks, cash, and stock certificates are valuable items and anyone handling them needed to be trustworthy. Employers could almost certainly make the case that the fingerprint rule was a business necessity to protect customer and firm money and to ensure that the securities, monies, and books and records handled by these employees remained safe.

However, as discussed above, the fingerprint rule can be interpreted as applying to nearly all job functions at a trading firm in today’s electronic environment. The transition to an electronic workplace has broadened the number of positions that interact with trade information while also facilitating electronic safeguards to prevent against the misappropriation of valuables or information. The clearance and settlement of securities involves the electronic transfer of stock between firms through the clearing organizations and no longer requires the physical delivery of stock certificates. Likewise, transferring money between bank accounts or customer trading accounts is now primarily done in an electronic fashion. As a result, trading firms rarely handle cash or physical stock certificates. Trading firms are able to limit access to funds and to require multiple levels of approval for transfers between accounts through the use of electronic controls. Electronic order entry, by customers or firms, takes much of the trading responsibility away from the individual trader in exchange for a more standardized and controlled format. Further, customers and management have near real-time access to account information to verify that activity in trading accounts is consistent with their requests. With all the changes that have occurred in the industry, a broker-dealer would have difficulty establishing the business necessity of criminal background checks for every job role at a trading firm.
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To maintain a strong business necessity defense, the EEOC recommends that employers evaluate the use of criminal background checks in terms of the type of job and the nature and seriousness of the offense.\textsuperscript{140} The securities industry's application of the fingerprint rule is hardly limited in this respect given the plethora of crimes included in the definition of statutory disqualification. A wide range of offenses are covered by the statutory language, including misdemeanors involving larceny, theft, robbery, extortion, forgery, or embezzlement,\textsuperscript{141} and any felony in the past ten years.\textsuperscript{142} While serious offenses on their face, one could imagine how a conviction for misdemeanor theft could be a misunderstanding or mistake from which the individual has learned. Likewise, a felony conviction for a crime completely unrelated to dishonesty or theft, such as felony driving under the influence or drug possession, may be evidence of a past personal issue for the individual, but not necessarily a reflection of their ability to be a competent employee. Moreover, the past conviction may have led the employee to seek treatment for their issues and may not represent their current state of recovery. A broad exclusion based on past criminal convictions does not provide employers the opportunity to make individualized judgments about their employees.\textsuperscript{143} Employers would be in a stronger position to demonstrate their compliance with Title VII if the SEC allowed the employers more flexibility to evaluate the specific facts and circumstances of an individual's criminal history when making an employment decision.

Despite the EEOC's recommendations that employers consider the seriousness of the offense and the length of time since the offense occurred,\textsuperscript{144} there is little the SEC can do to limit the offenses covered or the ten-year timeframe because those were set by Congress in the Securities Exchange Act.\textsuperscript{145} However, the SEC's inability to limit the applicable offenses or timeframe makes it even more important that the SEC narrowly tailor the rule to apply only to the job functions where a criminal conviction would create an unacceptable level of risk for the broker-dealer.

The EEOC also recommends that employers frequently reevaluate the relevance of a background check requirement as job roles evolve.\textsuperscript{146} The securities industry is not the same business it was in 1982, but the rule re-
mains unchanged. As a result, the rule has essentially swallowed the exemptions and created a requirement that nearly all personnel be subject to a criminal background check.147

Finally, Title VII provides that a business necessity defense can be overcome by demonstrating there is an alternative, less discriminatory method that can achieve the same business-related result.148 The current application of the rule leaves employers vulnerable to arguments about less discriminatory alternatives, many of which place additional, unnecessary burdens on the employers. For example, an employer that wishes to avoid Title VII liability could structure her trading systems and processes to ensure that a number of job roles have no access to any data that would fall within the requirements of the rule. However, this may require the employer to restructure how departments or computer networks operate. The employer also may need to restrict the non-fingerprinted employees’ access to firm computer systems so as to avoid the possibility of unintended access to information. Further, the employer may need to refrain from assigning specific tasks to the individuals she has decided not to fingerprint. In addition to the logistical problems this decision could create, the employer would be obligated to maintain proper documentation to demonstrate the exemption from the fingerprint rule is valid.149

C. The Regulatory Requirement Defense

The issue of whether the fingerprint requirement causes a disparate impact under Title VII has not yet become a large issue for the securities industry. Employers might assume that the judicial system would not hold them liable for something they are required by a federal agency to do. Certainly, employers in the securities industry are not alone in facing the predicament of conflicting regulatory obligations being imposed by separate agencies of the federal government.150 While federal agencies are encour-
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aged to evaluate the potential for conflict prior to enacting rules,151 con-
fecting agency regulations continue to cause problems.152

Unfortunately, there is no efficient federal process to resolve conflict-
ing regulatory obligations.153 These conflicts may occur because the incon-
sistencies are not readily apparent until the regulations are implemented or,
as in the case of the fingerprint rule, because the conflict arises as a result
of changes in the applicable industry. Those subject to the conflicting regu-
lations often remain trapped by interagency conflicts until Congress acts,
one of the agencies amends their regulations to undo the existing conflict,
or an individual case reaches the judicial system so that the courts can
weigh in on the matter.154 In evaluating agency action, courts are hesitant
to overturn agency decisions but will do so if the agency failed to consider
an important aspect of the problem.155

There is no federal regulation prohibiting use of criminal background
checks in employment decisions or specifying how Title VII applies to
these policies. While the fingerprint rule is a regulation promulgated by the
SEC, in contrast, the EEOC guidance on criminal background checks is
only an agency interpretation as to what may constitute a disparate impact
under Title VII. The courts have not directly spoken as to whether broad
use of criminal background checks can create a disparate impact against
African Americans and Hispanics. However, there are several cases cur-
rently pending that specifically address the issue.156 If the courts determine
that a broad practice of disqualifying job applicants based on a past crimi-
nal conviction can have a disparate impact on African Americans and His-
panics, employers in the securities industry may be faced with a regulatory
obligation under the fingerprint rule that violates Title VII.

Certainly, employers in the securities industry could await a lawsuit
by rejected job applicants to determine how courts would balance the regu-
latory obligation established by the SEC against a judicial interpretation as
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to what constitutes a disparate impact under Title VII. While the courts may have sympathy for the predicament faced by the employers in the securities industry, it is unlikely the courts would imply an exemption into Title VII for the securities industry. Presumably, the courts would wish to avoid create differing standards for different types of employers with respect to Title VII. In creating a different standard under Title VII for one industry the courts may open a Pandora’s Box as other types of employers in a similar predicament would also seek an exemption for criminal background checks.  

The more employers who become exempt from the disparate impact provision of Title VII, the weaker the provision would become. Further, it is unlikely that the court would relieve a broker-dealer of all liability to the injured party in the case, even if the court were sympathetic to the employer’s predicament. The non-discriminatory alternatives factor in Title VII leaves broker-dealers vulnerable to creative arguments from plaintiffs about steps the employer should take to minimize the discriminatory intent of the fingerprint rule, even if most alternatives would be extremely burdensome to the employer. However, the SEC is in the position to amend the language of the fingerprint rule to bring it within the business necessity exemption of Title VII.  

IV. THE SEC SHOULD AMEND THE FINGERPRINT RULE TO EASE THE BURDEN ON EMPLOYERS.  

The fingerprint rule should be amended so it continues to ensure the good character and trustworthiness of employees in positions that directly handle funds and securities, without unnecessarily excluding a sub-set of African Americans and Hispanics from working in the securities industry. The SEC is responsible for ensuring the intent of Congress, as set forth in the Securities Exchange Act and other relevant laws, is carried out and adapted to address technological changes in the market. By re-evaluating the job functions that require fingerprinting, the SEC could limit the impact of these disqualifications to only those positions to which they are truly relevant. Additionally, the SEC could modify the language of the rule to relieve the recordkeeping burden on employers who wish to utilize the fingerprint rule’s exemptions. The SEC is in the position to adapt the
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language of the rule to bring it within the business necessity defense of Title VII and alleviate the burden on employers of determining how to comply with competing statutory and regulatory obligations.

Section (a)(1) of the fingerprint rule provides exemptions for persons who are not engaged in the sale of securities, do not regularly have access to the "keeping, handling, or processing of securities, monies or the original books and records relating to the securities or the monies," and do not directly supervise persons engaged in the activities referred to above. This rule addresses important concerns that individuals handing valuable items, such as money and stock certificates, are trustworthy individuals. The general intent of the rule certainly has merit, particularly with respect to employees that are charged with handling customers' money and securities. However, the fingerprint rule must be evaluated from a new perspective in light of the technological advancements of recent decades. Any individual that physically handles cash or physical stock certificates and any employee that directly makes trading decisions should still require fingerprinting. Likewise, any individual who can access trading or bank accounts with authority to move money should continue to fall within the requirements of the rule. The securities industry should be able to establish that background checks are vital to these job roles and necessary to ensure the trustworthy performance of these jobs. Additionally, the securities industry's argument that criminal background checks are a business necessity for certain jobs becomes stronger when the policy is applied in a limited fashion, as opposed to the current, broad application.

Further, the SEC would likely have sufficient justification to continue fingerprinting executive officers of broker-dealers. Those positions remain of particular concern in light of the scandals over the past few decades involving company management misleading investors or producing deceptive financial statements. The argument that background checks on individuals serving in these capacities is a business necessity is certainly viable and could likely withstand a Title VII challenge.

The SEC may also wish to consider whether advisors soliciting customers and providing investment advice to the public should be required to be fingerprinted. Although these roles do not necessarily provide the em-

---
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employees with direct access to funds or securities, an argument could be made about the importance of the creditability and trustworthiness of these individuals. This concern would rise from the reliance of the general public on the advice of these employees.

While these categories do not necessarily provide a complete list of the job roles that may justify the background check requirement, they do demonstrate the level of specificity with which the SEC should tailor the rule. In doing so, the SEC will eliminate numerous job roles from the fingerprint requirement that have no interaction with funds or physical securities. Additionally, these changes will refocus the rule to its original intent. By dramatically narrowing the scope of the fingerprint rule, the SEC could diminish the strength of disparate impact claims against employers in the industry. Many more job roles would be available to persons with minor criminal histories and a stronger business necessity defense could be established for the positions that remain affected.

Moreover, the SEC should carefully consider comments from the securities industry prior to implementing any change. The industry will be able to provide important information about the changes that have occurred in handling and processing money and securities. Specifically, the industry can provide a detailed picture of the job functions that provide individuals with access to funds or securities or the ability to place trades, as opposed to jobs that provide only peripheral access to trade data and are not in a position to misappropriate funds or securities in any way.

Further, the SEC should consider amending the language of the rule to specify the categories of person who require fingerprinting as opposed to providing exemptions for those who will not require fingerprinting. Even if the SEC tailors the exemptions to exclude additional job roles from the requirement, employers may still feel inclined to fingerprint most employees because of the paperwork burden of justifying an exemption. Employers in the securities industry can employ hundreds or thousands of employees. Maintaining detailed paperwork as to why each one is exempt from the fingerprint rule is not practical and employers would likely find it more efficient to continue fingerprinting all employees. By amending the language of the rule to describe which employees are required to be printed, the SEC would relieve the burden on employers of maintaining
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exemption documentation for those employees who are not required to be fingerprinted.

Finding the precise language that achieves a balance between the Congressional intent of the Securities Exchange Act, practical application for employers, and Title VII compliance will not be an easy task. However, a thorough understanding of how technology has transformed the securities industry in recent years is essential. The SEC also has the burden of ensuring the public remains confident in the individuals working at trading firms so they will continue to invest their money in the stock market or seeking guidance from financial professionals. Prior to undertaking this task, the SEC should consider how trading firms operate in the new electronic marketplace, how technology has changed the processes and functions of industry employees, how technology has provided additional controls and checks on access to money and securities, and what customers believe are important job roles to include in the rule. The SEC should then update the fingerprint rule to reflect the electronic nature of the markets and alleviate the predicament currently faced by employers in the industry.

CONCLUSION

Employers in the securities industry are caught in a catch-22. They are required by SEC Rule 17f-2 to fingerprint nearly all of their employees and disqualify individuals from employment if they have a criminal conviction for any number of misdemeanors or any felony within the past ten years. While facially such a requirement may appear valid and even a good business practice, the EEOC believes a broad policy of excluding job applicants based on criminal convictions may violate Title VII. Specifically, the EEOC believes these policies have a disparate impact on African Americans and Hispanics since these minority groups have high rates of criminal convictions. While disparate impact claims depend heavily on the facts of the specific case, employers in the securities industry certainly should be concerned about their potential liability with respect to Title VII and the SEC’s fingerprint rule. Minority representation in the securities industry is so low that a valid inference can be raised as to whether the industry’s fingerprinting requirement has a disparate impact on minorities in violation of Title VII.

The SEC can alleviate the potential liability that the fingerprint rule creates for employers by amending the language of the fingerprint rule to better reflect its intended purpose. Electronic trading and the use of computers for handling nearly all aspects of business have dramatically altered the job functions of trading firm employees as compared to when the fin-
The fingerprint rule was first enacted. The SEC should feel obligated to the employers operating in the securities industry to update the language of the fingerprint rule to bring it within the business necessity defense of Title VII's disparate impact provision. Narrowing the language of the rule will relieve the burden on employers and will contribute to diversifying the securities industry by opening up job opportunities to a wider array of people.