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TRADE SECRETS, DATA SECURITY AND EMPLOYEES

ELIZABETH ROWE*

INTRODUCTION

Data security is critical to trade secret protection because the value of a trade secret lies entirely in its secrecy. Accordingly, to the extent that security is compromised, the trade secret protection itself can be completely lost even without the company knowing or intending it to happen.¹

Often when we think about data security we envision preserving trade secrets against outsiders, such as hackers who find their way into the pre-

* Elizabeth A. Rowe is an Associate Professor of Law at the University of Florida Levin College of Law. I am very grateful to Andrea Matwyshyn for allowing me the opportunity to participate in this groundbreaking conference on data security. These pages memorialize my remarks at the conference. This piece is also related to my book chapter on this topic. See, Dangers from the Inside: Employees as Threats to Trade Secrets, in HARBORING DATA; CORPORATIONS, LAW AND INFORMATION SECURITY (A. Matwyshyn, ed, 2009). Thank you to Allison Imber, Luke Napodano, and Gary Sobolevski for their research assistance.

mises or into computers illegally. The reality is that the biggest threat comes not from outsiders, but internally from those who are the most trusted employees. Recent statistics suggest that eighty percent of computer crimes are committed by employees. With that in mind, it is interesting that companies tend to focus on the technological aspects of data protection while neglecting the most critical component and the biggest threat—employees on the inside.


5. See, e.g., Press Release, U.S. Attorney's Office, S.D.N.Y., U.S. Announces Arrests in Case Involving Scheme to Steal AOL Customer List and Sell it to Spammers 1 (June 23, 2004), available at http://www.usdoj.gov/usao/nys/pressreleases/june04/aolcomplaintmpr.pdf. On June 23, 2004, a former America Online (AOL) employee was arrested for stealing the provider's entire subscriber list of 37 million consumers and over 90 million screen names, credit card information, telephone numbers, and zip codes and selling them to a spammer who leveraged and resold the information. Id. at 1-3. The software engineer who stole the data did not have immediate access to it; he was able to obtain the information by impersonating another employee. Id. at 2. Although the initial sale price of the list is unknown, the spammer paid $100,000 for a second sale of updated information with 18 million additional screen names. Id. The list was then resold to a second spammer for $32,000 and leveraged by the first spammer in his Internet gambling business. Id. at 1. The second spammer sent mass marketing e-mails regarding herbal penile enlargement pills to AOL members. Amended Complaint at 7, U.S. v. Smathers, Filed Under Seal, (S.D.N.Y. 2004). Customer lists are considered a corporate asset and sometimes protectable under trade secret law, which varies from state to state in its scope. See Robert G. Bagnall, Privacy, in INVESTMENT COMPANY REGULATION AND COMPLIANCE 209, 217 (2004).
A company's investment in firewalls, encryption, password protections and other security measures can be completely undermined in one instance by a single employee. This means that a company's trade secrets, that which gives the company its competitive advantage, can be destroyed by a single employee with the click of a mouse. Often and unfortunately, the trade secret misappropriation is not discovered until it is too late. Framing the problem in this way demonstrates the importance of security as it relates to trade secrets.

I. EXAMPLES OF EMPLOYEE DISCLOSURES

Some examples illustrate the problem. The first example involves the Kodak Corporation. Kodak had a process designed to enhance the speed

(“Although the value of a customer list may be difficult to estimate, it is clear that it may be a substantial asset.”)

6. A firewall is a blocking device that keeps certain Internet traffic out, while allowing desired traffic to pass. ZDNet.com, Definition for: Firewall, http://dictionary.zdnet.com/index.php?id=firewall (last visited Dec. 21, 2009).


and the quality of film manufacturing, known as the 401 process. It is a process that the company kept secret. Kodak employed protective steps to restrict access to the information. For instance, it compartmentalized the information so that no one employee had access to all of the information, and it restricted the information to only a handful of employees on a need-to-know basis. Harold Worden was one of few employees who had access to all of the information. He used his authority to secretly acquire the important documents in the 401 process. He then left Kodak and tried to offer the information to Kodak competitors. Eventually he was apprehended in an FBI sting operation, but by that time he had successfully transferred Kodak trade secret information to the competitors.

In another example, a researcher with IDEXX, Inc. who was responsible for developing and manufacturing vegetarian diagnostic kits became unhappy with her job and began to think about leaving. In the process, she had e-mail communications with a competitor who tried to lure her with promises of potential employment. In her numerous e-mail exchanges with this competitor, she disclosed proprietary information, and she transferred files containing a variety of the company’s trade secrets. Ironically, her activities came to light when she accidentally e-mailed her supervisor one of the messages to the competitor with the attached trade secret information. Her employer’s discovery was especially fortuitous because the researcher had resigned from the company the day before she inadvertently sent the incriminating e-mail.

The final example involves another well known company, Avery Dennison Corporation. A research chemist started consulting with a competitor in Taiwan, and he visited the competitor to provide seminars. Over a period of several years he transferred trade secret information about Avery Dennison and its manufacturing processes to the competitor. He also exploited his co-workers in the process. He pressured them into divulging
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their passwords and computers IDs, so that he could access information that was outside the scope of his responsibilities. His theft was discovered when he happened to appear on hidden video burglarizing the files of one of his superiors.22

Given these examples, one may wonder why employers do not pay as much attention to trade secret security as they should. I suspect it might be because they do not realize the legal ramifications of failing to actively protect the trade secret information. The general rule is that a trade secret, once published or disclosed, loses its status as protectable information.23 Therefore, it is not simply a matter of recovering one's stolen property when a trade secret has been taken or lost. Rather, as these examples illustrate, the entire company may be at risk when a sensitive piece of information becomes public or when it lands in the wrong hands.

II. THE THIRD PARTY PROBLEM

The employer has some recourse through civil misappropriation claims24 and criminal penalties25 against an employee who steals its secrets. However, these remedies suffer from limitations. For example, most employees who misappropriate trade secrets may not be caught or even if they are discovered do not have deep pockets, so, any kind of financial restitution for the misappropriation is very limited. More problematic from a legal perspective is that when the information gets into the hands of a third party, such as a competitor or the press, the trade secret owner may have no recourse against that third party, and indeed may not be able to prevent the third party from using the information.26

A series of cases involving the Church of Scientology illustrate this problem.27 You may be aware that the Church conducts very strict patrols

---

23. See Rowe, Saving, supra note 1 at 5.
24. For a discussion of trade secret misappropriation claims, see, for example, Rustad, supra note 2.
25. For a discussion of criminal trade secret penalties, see, for example, Mark D. Seltzer & Angela A. Burns, Criminal Consequences of Trade Secret Misappropriation: Does the Economic Espionage Act Insulate Trade Secrets from Theft and Render Civil Remedies Obsolete?, 1999 B.C. Intell. Prop. & Tech. F. 52501 (1999).
26. See id. at 5.
27. For a discussion of the Church of Scientology, see Michael Browne, Comment, Should Germany Stop Worrying and Love the Octopus? Freedom of Religion and the Church of Scientology in Germany and the United States, 9 Ind. Int'l & Comp. L. Rev. 155 (1998); Emily A. Moseley, Note, Defining Religious Tolerance: German Policy Toward the Church of Scientology, 30 VAND. J. Transnat'l L. 1129 (1997); James Walsh, Survey, Tax Treatment of the Church of Scientology in the United States and the United Kingdom, 19 Suffolk Transnat'l L. Rev. 331 (1995).
of Web sites, and any postings related to the Church. What follows may provide a renewed understanding and appreciation for the Church’s vigilance.

In 1991 the Church of Scientology filed a lawsuit against a disgruntled former Church member. In response to the suit, the member filed an affidavit containing sixty-nine pages of documents that the Church considered trade secret information. The Church filed a motion with the court to seal the affidavit, which the court denied. The information therefore remained in the court files, and it was publicly available. Determined to protect the secrecy of the information in the affidavit, the Church undertook extraordinary efforts to keep the information private: it sent a Church member to the courthouse every single day to check out the court file, keep it for the entire day, and return it at the end of the day.

Unfortunately, another disgruntled Church member obtained the affidavit and posted it on the Internet. The Church discovered the sixty-nine page affidavit on the Internet ten days after it was posted, obtained a temporary restraining order from the court, and had it removed. That, however, was not the end of the story as the Church member had already sent a copy of the affidavit to the Washington Post. The Church contacted the Post and requested that the allegedly secret documents be returned. The Post complied. Nevertheless, a reporter from the Post then contacted the clerk’s office and requested a copy of the affidavit from the court file. Since the file had never been sealed, the Post received the copy from the court file. The Church then returned to the court, renewed its motion to seal the file, and it was granted.

The Church’s success in finally sealing the court file proved to be an empty victory. The Post ran its story using the information that it had received legally from the clerk’s office. In response, the Church filed a mi-

29. Id.
30. Id.
31. Id.
32. Id. at 1364–65.
33. Id. at 1365, 1368.
34. Id. at 1364.
35. Id.
36. Id.
37. Id.
38. Id.
39. Id. at 1365.
40. Id.
In the end, the court held that the Post had not misappropriated any trade secrets of the Church because the materials used by the Post had, in fact, not been secret. It had been available on the Internet for ten days, making it public. Accordingly, there was no claim against the Post for trade secret misappropriation. Despite the extraordinary and best efforts of the Church to protect their secrets, they were lost.

A final example of trade secrets getting into the hands of a third party involved the Ford Motor Company. A young man, Mr. Lane, operated a website about Ford. He was a Ford fanatic and published everything having to do with Ford and Ford automobiles. He received Ford documents from an anonymous source, an employee, containing very sensitive internal Ford information that Ford considered to constitute a trade secret. He had discussions with Ford, and informed the company that he was in possession of these materials. They threatened to obtain a temporary restraining order if he published the information. Lane, in turn, became angry, and posted forty of the documents online, including materials that were highly sensitive. Ford sued and obtained a restraining order to prevent the publication of the documents and also to have the site taken down. On appeal, the order was reversed on First Amendment grounds. The court held that Ford could not obtain an injunction because it would be a prior restraint.
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against the publication of the information and Ford’s commercial interests were not enough to justify that kind of prior restraint.54

CONCLUSION

The lesson for trade secret owners from these case stories is that they must be vigilant and proactive in maintaining and protecting their trade secrets. It is an ongoing, never-ending process that requires comprehensive security measures, including more than protection against outsiders. Companies must also address the internal threats, which are usually the weakest links in corporate security programs. It is the very trusted employees on the inside that companies should fear.


54. Lane, 67 F. Supp. 2d at 750, 753.