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ABSTRACT

China has become one of the largest mobile payment markets in the world. While mobile payments bring great benefits such as convenience, flexibility, and efficiency, they are not without risks. This article focuses on one of the major risks, namely the data privacy risk, which is in large part caused and exacerbated by the involvement of multiple players and the extensive collection of personal information. There were some difficulties in protecting data privacy under the traditional legal framework, which was developed in a piecemeal manner with relevant provisions scattered around many different laws. In response, China has been trying to consolidate and modernise its regulatory regime for data privacy to suit the needs of the new digital era. Over the past few years, China has made great efforts to enact new laws and regulations to delineate the scope of personal information,
introduce the obligations for data controllers and processors, and incorporate the principles of the Fair Information Practices. However, there are some remaining concerns, including the ineffective requirements of consent and disclosure, the ambiguous principle of purpose limitation, and the limited applicability of the principle of data minimisation. In a quest for a more effective solution to meet the regulatory challenge and strike a proper balance between privacy protection and technological innovation, a comparative analysis is conducted with several other major jurisdictions in this area, including the United States, the European Union, Singapore and Hong Kong. This article proposes that China should 1) improve the requirements of consent and disclosure; 2) strengthen the application of the principles of purpose limitation and data minimization; 3) enact a specific law for data protection; 4) establish a unified law enforcement agency, and 5) enhance private and public enforcement.
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1. INTRODUCTION

While there is no universal definition of mobile payments, they can be generally understood as payments “for which the payment data and the payment instruction are initiated, transmitted or confirmed via a mobile phone or device.” As a key component of Fintech, mobile payments offer a much more convenient means of payment than the traditional means, and can be classified into different types depending on the technologies used. China’s mobile payment industry has experienced explosive growth since 2013 and has played a significant role in the Chinese economy while increasing its influence in many overseas markets.

Mobile payments bring various benefits to consumers, such as flexibility, convenience, and a well-integrated purchase experience. It is also beneficial to merchants in terms of its lower cost of record-keeping and accounting, higher operational efficiency, and stronger digitising marketing capacity. Nevertheless, mobile payments are not without risks. First, mobile payments are plagued by data privacy and security risks. Data privacy issues concern primarily unauthorized processing of data for commercial purposes, such as targeted advertisements. The data may also leak out mainly through an illegal data transaction or as a cybersecurity issue. Mobile devices are susceptible to viruses, worms and other malicious applications that could illegally track, steal and misuse users’ sensitive financial information and pose a grave threat to the safety of their funds. Secondly, mobile payment users could be exposed to the risk of deceptive commercial practices linked with inadequate or misleading disclosure. For example, consumers can be overcharged when the essential information about the actual cost of a

2. For a more detailed discussion of the typology of mobile payments in China, see Robin Hui Huang, et al., The Development and Regulation of Mobile Payment: Chinese Experiences and Comparative Perspectives, 20(1) WASH. U. GLOB. STUD. L. REV. 1 (forthcoming n.d.).
transaction is hidden in the terms and conditions of the transaction.\(^5\) Thirdly, the liquidity risk of mobile payment may occur when a third-party payment service provider does not have sufficient liquid assets to meet its debts. Due to reasons such as space constraints, this paper will focus on the important issue of protecting data privacy.\(^6\) Cybersecurity presents a big issue that would warrant the separate treatment of another full paper, but will be mentioned in this paper where necessary due to its close connection with the issue of data privacy.

The objective of this paper is to critically evaluate the efficiency of data privacy protection in the context of mobile payments in China and, based on this evaluation, to suggest improvements. Part 2 delineates the development of mobile payment in China and the privacy risks specific to the mobile payment business. Part 3 discusses China’s regulatory framework for protecting data privacy, including its historical evolution and key elements of the current regime. Part 4 conducts a comparative study of relevant experiences from other jurisdictions, including the United States, the European Union, Singapore, and Hong Kong. Part 5 evaluates the Chinese regulatory regime from a comparative perspective, identifying its strengths and weaknesses, and makes relevant proposals for improvement. The last part concludes that despite the great improvement in the area of data privacy protection, China should 1) improve the requirements of consent and disclosure; 2) strengthen the application of the principles of purpose limitation and data minimization; 3) enact a specific law for data protection; 4) establish a unified law enforcement agency, and 5) enhance private and public enforcement.

2. MOBILE PAYMENT DEVELOPMENTS AND DATA PROTECTION ISSUES IN CHINA

2.1 Overview

The development of the mobile payment market in China has not been a smooth curve. Before 2010, telecommunication operators, commercial

---


6. On Nov. 2, 2020, Mr Gang Yi (易刚), the President of the Chinese central bank, People’s Bank of China, attended a conference during the Hong Kong Fintech Week, stating that Fintech is a rule-changer in the financial markets and consumer privacy protection presents a huge challenge. SINA, Yi Gang: Big technology companies are game changers in finance, consumer privacy protection is a great challenge, 21ST CENTURY BUSINESS HERALD (Nov. 2, 2020, 2:37pm), https://finance.sina.com.cn/china/gncj/2020-11-02/doc-iiznezxr9459573.shtml.
bans, UnionPay (a Chinese bank payment association), and third-party payment service providers attempted to expand their market shares in mobile payments. Nevertheless, the development of mobile payments at that time was limited by the lack of clear market regulations, the incompatibility of mobile payment technology standards, the low penetration rate of smart mobile devices, and poor mobile internet coverage.

To better regulate the mobile payment market, the People’s Bank of China (“PBOC”), China’s central bank, issued “The Measures of Administration of Payment Services by Non-financial Institutions” in 2010, defining the entry barrier for non-financial institutions to engage in mobile payment services. In 2011, the PBOC issued the first batch of licences to twenty-seven third-party payment service providers. The two giant payment service providers, Alipay and WeChat Pay, which were among the first group of licensed third-party mobile payment service providers, started to provide cheap payment services allowing merchants to make use of a simple printout of a QR code rather than an expensive card reader. At the same time, the rapid growth of the Online-To-Offline market in ride-hailing and food delivery created abundant small-ticket payment scenarios and further advanced the wide application of mobile payments.

Against this backdrop, China’s mobile payment market has skyrocketed since 2013. By the end of June 2018, China had roughly 890 million mobile payment users, and 2018’s total value of mobile payment transactions reached 277.39 trillion yuan.

---

8. APFoC, supra note 2, at 9.
10. Id., Articles 8-10; APFoC, supra note 2, at 9.
11. APFoC, supra note 2, at 9.
12. Id.
13. APFoC, supra note 2, at 9–10;.
14. Guojia, supra note 6, at 8.
While mobile payments bring significant benefits to society, they are not without risks. In 2018, the Jiangsu Provincial Committee for the Protection of Consumers’ Rights and Interests filed an action on behalf of consumers against Beijing Baidu Netcom Science Technology Co. Ltd on the basis that the mobile applications breached the users’ data privacy. The committee believed that the two mobile applications developed by Baidu, “Mobile Baidu” and “Baidu Browser” hoovered up various types of personal information, including sensitive information such as users’ location, their MMS messages and contact lists, from users without informing them of the privacy policy or obtaining their consent. Later on, Baidu approached the committee and offered to rectify the privacy issues of their mobile applications.

15. Id.
17. Id.
The Security Research Institute of China Academy of Information and Communications, an affiliate of the Ministry of Industry and Information Technology (MIIT), investigated more than 200 mobile applications in 2019 and found a massive prevalence of data privacy issues – 67% of mobile applications in the market contain no less than 5 data privacy risks, and 18.5% of the mobile applications in the market carry at least 10 data privacy risks. Resulting problems include non-transparent data privacy policies, unauthorised collection and sharing of personal information, and extensive harvesting of personal information. Some mobile applications offering financial services collect more than 14 types of personal information, which far exceeds the scope of data collection necessary to provide services. These problems could cause identity theft, cyber fraud, price discrimination, target advertising, and pervasive monitoring. In summary, China must urgently address how to protect data privacy for mobile payments.

2.2 Factors behind the Heightened Privacy Risk

The following section will discuss the main factors that contribute to the data privacy risk faced by the mobile payment users. Particularly, the new and heightened privacy risks are mostly caused by the involvement of multiple players and their extensive collection of personal information used in the course of mobile payments.

2.2.1 More Players in Mobile Payments

First, there are more players involved in mobile payments than in traditional payment services. In general, the players of traditional payments include banks (including, in the case of card payments, the issuing bank, which provides the card to the consumer, and the acquiring bank, which is used by the merchant or seller) and payment processors who process payments by acting on behalf of acquiring or issuing banks. Customers can use their individual bank accounts through electronic channels by swiping their cards, which usually involves “account-based electronic payment

20. Id.
21. Id. at 14.
22. Id.
23. OECD, supra note 5, at 9.
services.” There is only one simple and direct contractual relationship between licensed banks and customers under the traditional bank payment system.

By comparison, mobile payments use mobile devices instead of physical plastic cards in a transaction, and thus many more actors are involved, including “consumer facing” actors and “behind the scenes” actors. In addition to banks and payment processors, mobile payment services often involve new actors such as mobile payment service providers, mobile application developers, data analytics companies, e-commerce platform operators, hardware manufacturers, and mobile network operators. For example, in the case of the mobile payment platform, the mobile payment platform will act as a middleman to transfer money from the customer’s account to the merchant’s account provided that both sides have registered their bank cards in the platform. From a legal perspective, there could be two separate contractual relationships, one between customers and mobile payment service providers, the other between banks and the mobile payment service providers. With so many parties involved in processing mobile payments, the risk of data leakage and abuse becomes significantly higher.

2.2.2 More Extensive Collection of Data

The privacy risk is further amplified by the extensive collection of personal data. In a typical credit card transaction, the parties to the transaction have a limited understanding of the sales. Merchants may know the names of customers and the products that the customers purchase. The traditional payment networks receive limited information from transactions, such as the account numbers, the amounts of fees and the identities of

30. Id. at 5-6.
merchants. The banks usually only receive information on the total amount of purchases and the places of purchase. The issuing banks will also know the identities of consumers.

However, the nature of mobile devices makes mobile payment users susceptible to data harvesting; as mobile devices contain multiple sensors (such as cameras, microphones, movement sensors, GPS, and Wi-Fi capabilities), they can generate various sensitive personal data, such as facial images, voices, and information of geographical locations. Mobile devices can also be “physically tracked via their wireless interfaces by third-parties” or “tracked by third-parties on the Internet,” and data brokers could easily track our IP address, location, behavioural habits, purchase habits, and other online activities. Moreover, as mobile devices are always turned on, connected to the internet and carried around by the users, it means that data brokers could continuously and pervasively monitor users.

Extensive data harvesting is one of the key defining features of Big Data, a powerful technique “that aids in the collection and mathematical analysis of data, using traditional statistical methods as well as more innovative analytical tools.” Many internet companies, such as Google, Facebook, and Amazon, have monetised Big Data. They harvest large amounts of personal data, exploiting them for target advertising and training “its search algorithms, and develop new data-intensive services such as voice recognition, translation, and location-based services.” These services can generate new revenue. Big Data also intensifies the issue of profiling. For instance, it allows advertisers to use the information to create detailed profiles of individual consumers and direct tailored advertisements to consumers based on the data collected.

31. Id. at 6.
32. Id.
33. EUROPEAN UNION AGENCY FOR NETWORK AND INFORMATION SECURITY (ENISA), PRIVACY AND DATA PROTECTION IN MOBILE APPLICATIONS: A STUDY ON THE APP DEVELOPMENT ECOSYSTEM AND THE TECHNICAL IMPLEMENTATION OF GDPR 11 (2017).
34. Id. at 12.
35. Id. at 11.
38. Id. at 76.
39. Id. at 77.
40. CHARLES GIBNEY, et al., INTERNATIONAL REVIEW: MOBILE PAYMENTS AND CONSUMER PROTECTION iv (2015), https://www.canada.ca/content/dam/canada/financial-consumer-
Although providing consumers with advertisements customised to their taste and preference, profiling has caused a series of significant problems. First, data profiling often takes the form of “pervasive and non-transparent commercial observation” of consumer online behaviour. Profiling directly interferes with consumers’ rights to personal data protection, such as the right to notice and right to give consent before data collection.

Second, by aggregating discrete or de-identified data sets, data profiling can generate personally identifiable information that is ultimately linked to individual users. One possibility is that profiling can “generate a predictive model of what has a high probability of being [personally identifiable information].” For example, in 2012, a New York Times article criticised Target for using data mining techniques to analyse their customers’ purchase history and to predict which female customers were pregnant. After inferential analysis, Target disclosed the relevant information to marketers who then directed relevant advertisements to those pregnant women. The data analytics thus resulted in the unauthorised disclosure of sensitive personal information and the direct invasion of consumers’ privacy.

Third, by aggregating data of consumers’ purchase histories, profiling enables merchants to use unfair commercial practices, such as price discrimination between different groups of consumers.

Fourth, target advertising may infringe consumers’ liberty and autonomy as marketers may likely manipulate the consumers unaware of the profiling activities. This risk acutely affects vulnerable people targeted by promotions of unhealthy food, medication, or high-interest consumer loans. Profiling can even be used in politics to manipulate voters. In March 2018, Cambridge Analytica collected data from more than 50 million Facebook users without their consent to build their profiles and tailor

42. Id. at 459.
44. Kate Crawford and Jason Schultz, Big Data and Due Process: Toward a Framework to Redress Predictive Privacy Harms 55 BOSTON COLLEGE L. REV. 93, 98 (2014).
46. Id.
47. Id.
political advertisements to potential voters so as to influence their voting.\textsuperscript{51} This infringement quickly aroused worldwide outrage.\textsuperscript{52} The FTC eventually settled with Facebook and imposed a record-breaking US$5 billion penalty on Facebook.\textsuperscript{53}

In summary, the data-driven economy incentivises extensive data harvesting and relentless data profiling against mobile payment consumers. Balancing the need to protect consumer privacy with supporting financial and technological innovation has become extremely challenging.

3. CHINA’S REGULATORY FRAMEWORK OF DATA PROTECTION

3.1 The Historical Progression

In China, data privacy of mobile payments generally is regulated under a broad framework of data protection. This framework has undergone a structural evolution from a traditional and piecemeal approach to a principle-based approach by consolidating the fragmented data protection-related provisions and systematising the data protection regime.

3.1.1 Before 2016: A Traditional and Piecemeal Approach

Before 2016, there was no general data protection law but traces of data protection could be found in different laws. The Constitution of the People’s Republic of China makes reference to privacy once, stating that citizens’ private correspondence is protected, and no organisation or individual may, on any ground, infringe upon the freedom and privacy of citizens’ correspondence, except in cases to meet the needs of the state security or of the investigation into criminal offences, public security and so forth.\textsuperscript{54} Article 38 also states that citizens’ personal dignity is inviolable.\textsuperscript{55} However,
these constitutional rights may not directly relate to data protection since they cannot directly serve as the legal ground for a judicial decision.56

China’s civil and criminal laws protect individuals’ right to privacy. The Tort Liability Law of the People’s Republic of China57 (“Tort Liability Law”), which came into effect in July 2010, recognises the right to privacy as an independent civil right.58 Article 36 protects individuals’ civil rights and interests from online infringement.59 Individuals thus have a cause of action in tort against tortfeasors if their right to privacy is infringed. The Ninth adopted version of Amendments to the Criminal Law of the People’s Republic of China (Criminal Law) contains several important severe prohibitions relating to data protection.60 It imposes severe punishment for the illegal activities of (i) selling or providing citizens’ personal information to third parties, and (ii) selling or providing to third parties citizens’ personal information obtained during the course of performing duties or providing services.61 Network service providers may face criminal liability if they fail to fulfill “information network security administration duties prescribed by laws or administrative regulations” or take remedial action.62

In December 2012, the Standing Committee of the National People’s Congress (NPCSC) promulgated “The Decision on Strengthening Online Information Protection” (2012 NPSCS Decision).63 2012 NPSCS Decision sets out several basic principles on data protection and acts as the primary baseline for the subsequent privacy regulation in China.64 Article 2 specifies that network service providers shall “abide by the principles of legality, legitimacy and necessity, clearly indicate the objective, methods and scope for collection and use of information, and obtain consent from the person

56. Tong Zhiwei, *A comment on the rise and fall of the Supreme People’s Court’s reply to Qi Yuling’s case* 43 SUFFOLK U. L. Rev. 669, 677–78 (2010) (pointing out that “China is a state of statutory laws and any provision of constitutional rights must be implemented through laws made by legislative bodies; otherwise, the constitutionally recognized rights cannot be practically protected.”)


60. Zhonghua Renmin Gongheguo Xingfa Xiuzhengan (9) (中华人民共和国刑法修正案九) [The Ninth Amendment to the Criminal Law of the PRC] (promulgated by the Standing Committee of the National People’s Congress on 29 August 2015, effective from 1 November 2015) (hereinafter Criminal Law).


63. “Guanyu jiaqiang wangluo xinxi baohu de guiding” (关于加强网络信息保护的决定) [The Decision on Strengthening Online Information Protection] (promulgated by the NPSCS on 28 December 2012, effective from 28 December 2012) (hereinafter 2012 NPSCS Decision).

64. GRAHAM GREENLEAF, *ASIAN DATA PRIVACY LAWS: TRADE & HUMAN RIGHTS PERSPECTIVES* 204 (Oxford University Press, 2014).
whose data is collected. Following this decision, China continuously develops the regime of personal data protection by making and amending laws and regulations in various economic sectors.

In addition to the general laws, the PBOC paid close attention to the issue of data privacy in the financial industry. In 2011, the PBOC issued a circular to the banking industry on the issue of protecting personal financial information. This circular laid down a foundation for the PBOC’s future regulation of data privacy protection. For example, the circular requires that banks must establish internal control systems to ensure the confidentiality of personal financial information, and banks should not collect information irrelevant to their service. In March 2012, the PBOC issued another circular requiring banks to strengthen the protection of data privacy in accordance with laws and regulations.

The above circulars were only applicable to banks. In December 2015, the PBOC issued another regulation to rein in the rapid growth of mobile payments. First, non-bank payment institutions must establish an internal data management and risk control system. Second, the payment institutions must not store certain sensitive information, such as magnetic track information and chip information of bank cards, account passwords, and card verification codes. Third, without consent of clients and banks, payment institutions must not store the expiration date of bank cards. They also must not provide other organisations with clients’ information unless otherwise authorised by law or approved by the clients. Last but not least, they should

65. 2012 NPCSC Decision, Article 2.
68. Id.
69. Id.
73. Mgmt. Measures, Article 20.
74. Mgmt. Measures, Article 20.
comply with the principles of minimisation when collecting and processing the clients’ information and should also inform clients of the scope and purpose of data collection and processing.\textsuperscript{75}

3.1.2 After 2016: A Comprehensive and Proactive Regime

The Cybersecurity Law of the People’s Republic of China (Cybersecurity Law), enacted in November 2016, is thus far the most important and comprehensive law relating to data protection.\textsuperscript{76} Although the major purpose of this law is to reduce the risk of cyberattacks and safeguard national security, it reiterates the basic requirements in the 2012 NPSCS Decision, articulates a set of data protection principles, specifies the data subject’s rights, and stipulates penalties for violations of the law.\textsuperscript{77}

The Cybersecurity Law is accompanied by the Personal Information Security Specification (2018 SAMR Specification (2020 Revision)), a comprehensive guide setting out the compliance requirements of data protection.\textsuperscript{78} The 2018 SAMR Specification (2020 Revision) is a nationally recommended standard. Under Article 2 of the Standardisation Law of the People’s Republic of China, the national standards are divided into mandatory standards and recommended standards; while mandatory standards must be implemented, recommended standards are simply recommended for implementation.\textsuperscript{79} As such, the 2018 SAMR Specification (2020 Revision) is not mandatory. However, it can act as a regulatory baseline for judicial and law enforcement authorities as well as companies to determine compliance with the requirements of data protection.\textsuperscript{80} In addition, we believe that it may reflect the direction of future legislation on data protection.

Following the enactment of the Cybersecurity Law, the PBOC issued an implementing rule for the financial industry, titled “Measures for the

\textsuperscript{75} Mgmt. Measures, Article 20.
\textsuperscript{76} Zhonghua renmin gongheguo wangluo anquan fa (中华人民共和国网络安全法) [Cybersecurity Law of the People’s Republic of China] (promulgated by the NPCSC on 7 November 2016, effective from 1 June 2017) (hereinafter Cybersecurity Law).
\textsuperscript{77} Cybersecurity Law, Article 41.
\textsuperscript{78} Xinxi anquan jishu – Geren xinxi anquan guifan (信息安全技术 —— 个人信息安全规范) [Information Security Technology – Personal Information Security Specification] (issued by State Administration of Market Supervision and Administration and National Standardisation Management Committee on 29 December 2017, effective from 1 May 2018; amended in 2019 and 2020) (hereinafter 2018 SAMR Specification (2020 Revision)).
\textsuperscript{79} Zhonghua renmin gongheguo biaozhunhua fa (中华人民共和国标准化法) [Standardisation Law of the People’s Republic of China] (promulgated by the NPCSC on 29 December 1988, effective from 1 April 1989; amended in 2017), Article 2.
\textsuperscript{80} 2018 SAMR Specification (2020 Revision), Section 1.
Protection of the Rights and Interests of Financial Consumers.” 81 It imposes the obligations of data privacy protection on financial institutions. According to Article 2, financial institutions include banks and other financial institutions providing cross-market and cross-industry financial products and services, as well as non-bank payment institutions. 82 Chapter 3, on data privacy protection, defines “personal financial information” as “the personal information obtained, processed and preserved by financial institutions in the course of ordinary business or through other channels, which includes the information of personal identity, asset, account, credit, transaction and other information that can reflect certain situations of individuals.” 83 It reiterates the key principles for data protection laid out in the Cybersecurity Law. For instance, Article 28 states that when collecting personal financial information, financial institutions shall follow the principles of legality, reasonableness and necessity, collect personal financial information in accordance with the requirements of laws and regulations and business needs, and not collect information which is irrelevant to business, collect information in an improper manner, or illegally store personal financial information. 84

In line with the 2018 SAMR Specification (2020 Revision), the PBOC issued “Personal Financial Information Protection Technical Specification” (2020 PBOC Specification) in February 2020. 85 Similar to the role of the 2018 SAMR Specification (2020 Revision), the 2020 PBOC Specification sets out the best practice for data privacy protection. It classifies personal financial information and sets forth various requirements governing the different categories of the data. As the 2020 PBOC Specification basically incorporates the framework of the 2018 SAMR Specification (2020 Revision), the 2020 PBOC Specification will be discussed only to the extent necessary to avoid repetition.

In September 2020, the PBOC also updated “Measures for the Protection of the Rights and Interests of Financial Consumers” in accordance with...
with the Cybersecurity Law and the 2020 PBOC Specification. It adds the requirements of disclosure, data breach notification and data classification. In addition to the various rule-making efforts, the PBOC also endeavoured to improve the financial infrastructure to provide adequate technical support for data protection. In 2017, the PBOC instructed the Payment and Clearing Association of China to establish a unified payment clearing platform for non-bank payment institutions. By doing so, the PBOC can monitor information on mobile payment transactions, regulate relevant financial activities, and deal with the risks of money-laundering.

3.2 Main Elements of Current Regulatory Regime

3.2.1 Concept of Personal Information

In general, there are two groups of payment data collected and processed in mobile payments: Essential payment data and ancillary data. Essential payment data includes payer personal, account, and transaction data. Therefore, the starting point of considering China’s current regulatory regime in the area of mobile payment is the concept of personal information. In other words, the first question is which kinds of personal information are protected under the regulatory regime. The 2018 SAMR Specification (2020 Revision) expressly expands the scope of personal information, referring to “any information that is recorded, electronically or otherwise, can be used solely or in combination with other information to identify the identity of a natural person or reflect the activities of a natural person.” Arguably, this definition may extend to cover “the information that may reflect a specific person (without necessarily identifying them).” If this is the case, the 2018

87. “Zhongguo renmin yinhang zhifujiesuan si guanyu jiang feiyinhang zhifu jigou wangluo zhifu yewu you zhilian moshi qianyi zhi wanglian pingtai chuli de tongzhi” (中国人民银行支付结算司关于将非银行支付机构网络支付业务由直连模式迁移至网联平台处理的通知) [Notice on Migrating the Online Payment Business of Non-bank Payment Institutions from Direct Connection Mode to Network Platform Processing] (issued by the People’s Bank of China on 4 Aug 2017).
89. Id.
90. 2018 SAMR Specification (2020 Revision), Section 3.1.
SAMR Specification (2020 Revision) would apply not only to the personally identifiable information but also to information “which gives an organisation the capacity to interact with a person on an individuated basis (such as behavioural target marketing using data) which does not enable the [data controller] to identify the data subject.”

The 2020 PBOC Specification applies to the personal financial information, which is defined as “personal information collected, processed and stored through the financial products and services by the financial institutions.” This essentially incorporates the concept of personal information set out in the 2018 SAMR Specification (2020 Revision). Additionally, the 2020 PBOC Specification grades the personal financial information into three categories, namely C1, C2 and C3, according to the nature and level of sensitivity of the information.

The 2018 SAMR Specification (2020 Revision) distinguishes general personal data from sensitive personal data. Sensitive personal data is defined as “personal data that, if disclosed or illegally processed, might endanger personal and property security, damage personal reputation, or physical or psychological health, or lead to discriminatory treatment and so forth.” In this respect, C2 and C3 fall within the category of sensitive personal data. Accordingly, the enhanced protective mechanisms for sensitive information under the 2018 SAMR Specification (2020 Revision) should also be applied, such as explicit consent from data subjects before collection, encryption storage and transmission of sensitive information, and special controls of accessing sensitive information.

3.2.2 Data Controllers and Data Processors

As discussed above, the 2020 PBOC Specification imposes upon financial institutions the obligations of protecting data privacy and cybersecurity. The term “financial industry institutions (jin rong ye ji gou)” refers to licensed financial institutions regulated by the authorities and the relevant institutions involved in the processing of personal financial information. The licensed financial institutions include banks, non-bank payment institutions, and licensed financial service companies. The relevant
institutions involved in the processing of financial information may include telecommunication service providers, information technology providers and marketing service providers. In fact, these entities, according to the 2018 SAMR Specification (2020 Revision) which will be discussed below, can be categorised into two types: data controllers and data processors.

The Cybersecurity Law imposes upon the network operators the legal responsibility for complying with the respective data protection obligations. Network operators refer to the owners and administrators of networks as well as network service providers.\(^9\) This loosely-defined term would encompass almost all the business that owns or administers networks. The 2018 SAMR Specification (2020 Revision) provides a more specific concept “data controller.” Data controller means “any organization or person that has the power to decide the purpose and method of processing personal information.”\(^{100}\) It is the data controller that has the obligation to comply with the respective requirements. In light of the increasingly important role of the data outsourcing services, the 2018 SAMR Specification (2020 Revision) also makes a distinction between a data controller and a third-party data processor. The delegation of data processing by the data controller to the data processor should be within the data subject’s authorisation.\(^{101}\) The data processor should strictly follow the data controller’s instructions.\(^{102}\)

In the context of mobile payment, a merchant can be seen as a data controller of the purchase data that he processes for a sales agreement.\(^{103}\) A bank is also a data controller of its customers’ financial information.\(^{104}\) A payment processor is likely to be a processor as it operates on behalf of the issuing or acquiring bank to evaluate whether transactions are valid. A mobile payment application developer can act in both capacities. It can be a processor if the mobile application is developed at the request and on behalf of a bank or financial institution to facilitate contactless payments.\(^{105}\) On the other hand, if the developer retains access to personal data to provide additional services, such as tailored advertisements, it qualifies as a controller as well.\(^{106}\) Both e-commerce platform providers and mobile payment service providers are, by definition, data controllers, and a third-
party service provider for authentication of users or personalised advertisement is a data processor dealing with data on behalf of the data controller. Therefore, in mobile payments, data controllers may include merchants, banks and non-bank payment service providers, mobile payment application developers and e-commerce platform providers. Data processors may include payment processors, mobile payment application developers, third-party service providers.

Before engaging a third party as the data processor, the data controller should carry out a personal information security impact assessment, ensuring that the data processor has sufficient data security capabilities and provides sufficient security safeguards. The data controller should also supervise the data processor and record the processor’s activities. In addition to the general requirements, the financial institutions are not allowed to authorise a non-financial institution to collect C2 or C3-level personal financial information. They may not authorise a third-party to process any C2 or C3-level personal financial information that supports user authentication (e.g. one-time password or a SMS code). The information to be outsourced should be de-identified. The data processor has a number of direct obligations, including strictly following the data controller’s instructions, obtaining its authorisation before engaging a sub-processor and deleting all personal data at the end of the engagement.

3.2.3 Principles of Fair Information Practices

The fundamental principles of data protection under the Cybersecurity Law and the 2018 SAMR Specification (2020 Revision) are based on the Fair Information Practices (FIPs). The 2020 PBOC Specification reiterates these principles. The FIPs originated from a 1973 report by the United States Department of Health, Education, and Welfare, and it became extremely influential in shaping privacy law in the United States and around the world. The Cybersecurity Law incorporated several key principles of the FIPs, including the principles of lawfulness, fairness and transparency, integrity and confidentiality, data minimisation and data subjects’
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participation. The 2018 SAMR Specification (2020 Revision) further introduces the principles of purpose limitation, accuracy, and storage limitation.

The Cybersecurity Law states that the network operators should abide by the principles of lawfulness, fairness, and necessity.114 Under the 2018 SAMR Specification (2020 Revision), the principle of lawfulness means that data controllers shall not deceive, trick, or coerce data subjects to provide personal information, or conceal the data collection functions of their products or services, or obtain data from illegal channels.115 The principle of necessity is closely connected with the principle of data minimisation. Under the Cybersecurity Law, “network operators must not collect personal information unrelated to the services they provide.”116 The 2018 SAMR Specification (2020 Revision) modifies this with a stricter approach, requiring that “the type of personal information collected should be directly related to the business function of the product or service; it means that the function of the product or service cannot be realized without the participation of the above personal information.”117 In addition, “the frequency of automatic collection of personal information should be the minimum frequency necessary to realize the business function of the product or service,”118 and “the amount of indirect acquisition of personal information should be the minimum necessary to realize the business function of the product or service.”119

Furthermore, the Cybersecurity Law requires network operators to “make public rules for collection and use, explicitly stating the purposes, means, and scope for collecting or using information, and obtaining the consent of the person whose data is gathered.”120 This principle of transparency aims to keep data subjects informed about how their data are being used and offset the asymmetry of information between the data controllers and data subjects. The 2018 SAMR Specification (2020 Revision) further requires that the scope, purposes, and rules of data processing should be open to the public in an explicit, intelligible, reasonable and accessible manner.121 The 2018 SAMR Specification (2020 Revision) also spreads out the particular consent requirements. It prohibits the seeking
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of bundle consent and forced consent. An individual’s express consent through opt-in or other affirmative action is required to collect sensitive personal data, and such consent must be fully informed and involve a clear and definitive expression of intent.

The Cybersecurity Law does not contain the principle of purpose limitation. The 2018 SAMR Specification (2020 Revision) introduces this principle, stipulating that “the use of personal information should not exceed the scope that is directly or reasonably related to the purpose claimed at the time of the collection of personal information.” The 2018 SAMR Specification (2020 Revision) also introduces the requirement of storage limitation, stating that “the storage period of personal information should be the minimum time necessary to achieve the purpose authorized by the data subject,” and the data must be erased or anonymised when those purposes have been served.

The Cybersecurity Law requires that "network operators shall strictly maintain the confidentiality of user information they collect, and establish and complete user information protection systems." It further requires that network operators shall adopt technical measures and other necessary measures to ensure the security of personal information. In the case of data breaches, remedial measures shall be immediately taken, and the network operators shall promptly inform the users and to make a report to the competent departments in accordance with regulations. The 2018 SAMR Specification (2020 Revision) also requires that an incident notification must explain the nature and impact of the incident, the measures taken or to be taken in response, the practical recommendations for data subjects to minimise the impact of the incident, and the data subjects’ rights and remedies.

The 2018 SAMR Specification (2020 Revision) requires organisations to employ enhanced security measures, such as de-identification of personal information and encryption of sensitive personal data. Likewise, under the 2020 PBOC Specification, financial institutions should use de-identification,
anonymisation or encryption where necessary to protect the personal financial information after collection. The 2020 PBOC Specification further specifies that the transmission of information in C2 or C3 categories through a public network should be conducted through encrypted channels.

Network operators are obligated to allocate persons responsible for network security as part of their internal security management systems. The 2018 SAMR Specification (2020 Revision) and the 2020 PBOC Specification stipulate controllers’ duties of responsibility and accountability. Financial institutions should establish a specific unit responsible for protecting financial information, and exercise necessary supervision of the responsible personnel. For other entities acting as data controllers, they are expected to designate a person or agent to manage personal data. If an organisation has more than 200 personnel and its main business involves processing personal data, or if the organisation is expected to handle the personal data of more than 1,000,000 people over the next 12 months, then it should establish a department with dedicated staff to handle personal data security.

Under the Cybersecurity Law, data subjects can request network operators to delete their personal information if individuals discover that network operators have violated the provisions of laws, administrative regulations or agreements between the parties to gather or use their personal information. The 2018 SAMR Specification (2020 Revision) gives more control to the data subjects; for instance, a data subject has the right to access his information collected by the data controllers and the right to rectify inaccurate information. Data subjects can revoke consent to data processing, after which the data controller is not allowed to further process the data. The 2018 SAMR Specification (2020 Revision) also reiterates data subjects’ rights to delete information if the data controller has breached its legal obligations or an agreement with the data subject. The same right
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extends to information in the possession of data processors. Personal data should also be deleted or anonymised when users close down accounts.

3.2.4 Enforcement Mechanisms

Under the Cybersecurity Law, the Cyberspace Administration of China is responsible for the overall planning and coordination of cybersecurity work and related supervision and management work. The implementation of the Cybersecurity Law is left to the Public Security Bureau and the MIIT. While the Public Security Bureau is mainly responsible for the investigation of criminal offences, the MIIT, as the chief internet and telecommunication regulator, is responsible for dealing with privacy-related complaints.

Apart from the general agencies for data protection, attention also needs to be paid to the specialist financial regulators, particularly because mobile payment represents a form of financial service. The current financial regulatory structure in China has the defining feature of being sector-based. As the central bank, the PBOC assumes responsibility for monetary policies and the stability of the national financial system generally. The China Banking and Insurance Regulatory Commission (CBIRC) and the China Securities Regulatory Commission are the authorities responsible for regulating the banking and insurance sectors and the securities sector respectively. The banking sector is broadly defined to cover commercial banks, non-bank financial institutions and trust companies. Hence, as non-bank financial institutions, mobile payment platforms are subject to the regulation of both the PBOC and the CBIRC.

Individuals and organizations have the right to report conducts endangering cybersecurity to relevant departments. Cybersecurity refers to the “capacity for network data to be complete, confidential and usable as well as protecting them from attack.” The relevant competent departments may order the organisations to make corrections, and can, according to the
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circumstances, confiscate any illegal income made and impose a fine of not less than one time and not more than ten times the illegal gains. If there are no illegal gains, a fine up to 1,000,000 yuan shall be imposed, and the person in charge and other persons directly responsible shall be fined not less than 10,000 yuan but not more than 100,000 yuan. If the circumstances are serious, the relevant departments can suspend the organisations’ relevant business and revoke their business licenses. 152

In addition to administrative fines, private civil action is available for individuals whose rights have been harmed. 153 An individual may file a claim in tort if his right or interest has been infringed. 154 Network users and network service providers may be required to make apologies and restore the claimants’ reputation. 155 Where their violations cause “financial loss or grave psychological harm”, the claimants can request compensation. 156 Where the loss or harm is not ascertainable, the courts may order damages up to 500,000 yuan. 157

The Cybersecurity Law states that where any breaches of the law constitute a crime, criminal responsibility will apply to the wrongdoers. 158 The Criminal Law which has been discussed above would apply.

4. INTERNATIONAL EXPERIENCES

The internet landscape has changed profoundly over the past decades. In the international arena, many jurisdictions are evaluating or reforming their regulatory frameworks to protect consumers and respond to technological innovation. In this part, we will examine the regulatory frameworks of some major jurisdictions, including the United States, the European Union, Singapore, and Hong Kong.

4.1 The United States

The United States (US) deals with data privacy on a sectoral basis. There are no omnibus records of federal privacy statutes, and the method of
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protecting personal information depends on the specific category of the information involved.

The categories covered under federal laws include, among others, healthcare data (under the Health Insurance Portability and Accountability Act)\textsuperscript{159}, financial data (under the Gramm Leach Bliley Act)\textsuperscript{160}, children’s information (under the Children’s Online Privacy Protection Act)\textsuperscript{161}, consumer credit data (under the Fair Credit Reporting Act)\textsuperscript{162}, electronic communication data (under the Electronic Communications Privacy Act).\textsuperscript{163} The FTC, which is the main regulatory body addressing privacy breaches\textsuperscript{164}, fills in some of the statutory gaps by taking actions against unfair and deceptive data protection practices.\textsuperscript{165}

The pertinent laws for mobile payment privacy protection include the Gramm Leach Bliley Act and the FTC Act.\textsuperscript{166} The Gramm Leach Bliley Act imposes several obligations of protecting consumers’ non-public personal information from financial institutions engaging in financial activities. Financial institutions must provide consumers with “clear and conspicuous” notice describing their privacy policies.\textsuperscript{167} Financial institutions are generally not allowed to share non-public personal information with non-affiliated third parties unless they provide consumers with notice and an option to opt-out,\textsuperscript{168} nor can they share consumers’ financial information to third parties for direct marketing.\textsuperscript{169} Federal banking regulators are responsible for supervising depository institutions, and the FTC regulates all non-depository institutions.\textsuperscript{170} Wrongdoers who knowingly and intentionally obtain or disclose “customer information” through false or fraudulent statements or representations will face criminal liability.\textsuperscript{171}

The FTC Act gives the FTC authority to take actions against unfair and deceptive data protection practices. Generally speaking, an act or practice is
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unfair only if it “causes or is likely to cause substantial injury to consumers which is not reasonably avoidable by consumers themselves and not outweighed by countervailing benefits to consumers or to competition.” As for the concept of “deceptive,” the FTC has clarified that an act or practice is to be considered deceptive if it involves a material “representation, omission, or practice that is likely to mislead [a] consumer” who is “acting reasonably in the circumstances.”

Some scholars have pointed out that the FTC’s enforcement approach is based on the principle of “common law” of privacy. Crucial to this principle is the idea of “notice and choice” where companies are required to disclose their privacy policy enabling their users to make an informed choice. Companies are bound against deceiving others by their data privacy and data security promises. Companies act deceptively if they make false representations in order to induce disclosure of personal information, or provide insufficient notice about their privacy practices. The FTC can either bring administrative proceedings or civil proceedings. But most actions initiated by the FTC are negotiated and settled through the consent order procedures. The FTC Act does not provide a right to private action, nor does it provide a criminal sanction.

In addition, all 50 states have enacted data breach notification statutes following the California Security Breach Notification Law with effect from July 1, 2003, to establish data breach notification mechanisms.

4.2 The European Union

The right to data protection is one of the fundamental rights in the European Union (EU). This right is believed to be grounded in the concept
of human dignity. 182 The stand-alone right to data protection marks one of the major differences between the US and the EU in protecting personal data. 183

The early history of the EU data protection law begins within individual European countries, such as Sweden (1973), the Federal Republic of Germany (1977), Austria (1978), Denmark (1978), France (1978), and Norway (1978). 184 In 1995, the EU started to harmonise the data privacy law and adopted the 95 Directive to protect the collection, use, process and exchange of personal data based on the recommendation proposed by the OECD. 185 The 95 Directive was replaced by the General Data Protection Regulation (GDPR) in 2018. 186

The key principles of data protection in the GDPR are specified in Article 5, including the principles of lawfulness, fairness, transparency, purpose limitation, data minimisation, accuracy, storage limitation, integrity and confidentiality, and accountability. The GDPR requires data controllers and processors to have a lawful basis for processing personal data. These legal bases include consent, performance of the contracts, compliance with legal obligations, protection of the vital interests of the data subject or another individual, tasks carried out in the public interest, and legitimate interests of the controllers or a third party. 187 The individuals have the right to be informed, right of access, right to rectification, right to be forgotten, right to restrict processing, and right to data portability. 188 Data controllers are required to implement a range of measures designed to ensure the compliance with the GDPR, such as establishing GDPR-conforming contracts with data processors, 189 maintaining records of processing
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activities, conducting impact assessments on personal data use, and appointing a data protection officer.

In the event of a personal data breach, the GDPR requires data controllers to notify the relevant authorities of any breach within 72 hours of discovering it. The GDPR allows European data protection authorities to fine companies up to the higher of €20 million or 4 percent of their global turnover for the most severe category of data protection violations. Individuals also have the right to lodge a complaint with regulatory authorities. They can seek an effective judicial remedy against data controllers and processors, and obtain compensation for their damages suffered.

The Payment Service Directive 2 (PSD2) came into force on 12 January 2016, and the EU Member States were required to legislate it into national law by 13 January 2018. The European Commission considered the PSD2 to be necessary to address the potential gaps in the regulatory regime for payment services. In terms of data protection, there are considerable overlaps between the PSD2 and the GDPR. The PSD2 reiterates the application of the ‘principles of necessity, proportionality, purpose limitation, and proportionate data retention period’ to payment service providers.

It is worth noting that the PSD2 lays out stricter obligations of data protection on third-party payment providers (including payment initiation service providers and account information service providers). Under the GDPR, personal data can only be collected for “specified, explicit and legitimate purposes.” By comparison, the PSD2 states that third-party payment providers can only access, process and retain personal data necessary for the provision of their payment services, with the explicit consent of the payment service user. They are not allowed to “use, access
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or store any data for purposes other than for performing their service explicitly requested by the customer.”

Under the PSD2, payment service providers are required to notify their home competent authority in the case of a “major operational or security incident.” Where the incident may have an impact on the financial interests of payment service users, payment service providers must also inform payment service users of the incident and requisite mitigation measures without undue delay.

Additionally, the E-Privacy Directive gives individuals specific protections in relation to online-tracking issues, and it can be summarised as follows. First, unsolicited marketing by phone, email, or other electronic messages may only be allowed if consumers have given their prior consent. Secondly, service providers must obtain users’ active and clear consent before setting cookies. Thirdly, service providers must take appropriate measures to safeguard the security of their service, and they are obligated to notify the relevant authorities and consumers in the case of a data breach. Fourthly, subject to several exemptions, service providers are obligated to erase or anonymise the data processed when no longer needed.

4.3 Singapore

Singapore’s key data protection law is the Personal Data Protection Act (PDPA) which is structured around the fundamental principles of FIPs.
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These principles are very similar to those in the 2018 SAMR Specification (2020 Revision) and the GDPR, and thus will not be discussed again here. The PDPA is enforced by the Personal Data Protection Commission who has the power to make orders to an organization to ensure its compliance with the PDPA and impose penalties not exceeding S$1 million. Criminal penalties may also be imposed on organisations or individuals that obstruct the commission or its authorised delegate in the performance of its duties or powers under the PDPA.

The PDPA provides several rights to individuals. They can give notice to the relevant organisations to withdraw their consent given or deemed to have been given in respect of collection, use, or disclosure of their personal data. Individuals have rights to access personal data and to make corrections. Besides, the PDPA provides for the right of an individual to take civil action against an organisation if that individual suffers loss or damage as a result of a contravention of the PDPA. The possible remedies include injunction, declaration, damages, or other relief as the court thinks fit. The PDPA imposes very limited obligations on data processors. These obligations are restricted to the areas of data security and data retention.

The PDPA also establishes the Do Not Call Registry (DNCR) scheme, which allows individuals to opt out of receiving certain direct marketing messages. Section 40 of the PDPA states that “a subscriber may apply to the Commission, in the form and manner prescribed to add his Singapore telephone number to a register.” The PDPA prohibits any person or organisation from sending marketing messages to a number that is listed on the DNCR. Fines of up to S$10,000 may be imposed on the failure to comply with the DNCR obligations.

There are a very wide range of circumstances allowing for the collection, use, or disclosure of personal information without obtaining consent from data subjects (or allowing collection from third parties). Many exemptions are phrased in very broad terms, which could give rise to
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significant legal uncertainty and undermine the effectiveness of such protection.

Unlike the EU or China, Singapore does not distinguish between general personal information and sensitive personal information. Therefore, there is no enhanced protection on sensitive personal information. Currently, under the PDPA, there is no mandatory requirement for data users to notify authorities or data subjects about data breaches.

4.4 Hong Kong

The Personal Data (Privacy) Ordinance (PDPO) establishes Hong Kong’s data protection legal framework. 224 All organisations that collect, hold, process or use personal data must comply with the PDPO. Similar to the EU’s approach, Hong Kong basically structures the PDPO around the FIPs.

Hong Kong has strengthened its regulation on direct marketing by adding relevant provisions as such into the PDPO effective from 1 April 2013. Data users must obtain subjects’ express consent before they use or transfer the data subjects’ personal data for marketing purposes. 225 Non-compliance with the direct marketing provisions is an offence, and the highest penalties are a fine of HK$500,000 and imprisonment for three years. 226 Under the PDPO, there is no mandatory requirement of data breach notification or the appointment of data protection officers. The PDPO also fails to regulate data processors appointed by data users for the data process.

The sanctions under the PDPO are very limited. A contravention of the data protection principles does not in itself constitute a crime or result in any punishment. The Privacy Commissioner for Personal Data has the power to issue notices requiring data users to take steps to make corrections or prevent further violations. 227 Data users will only commit an offence if they fail to comply with the enforcement notice or violate the requirement again. In that case, the maximum fine is HK$50,000 and imprisonment for two years. 228 If a data user contravenes more than one notice, the maximum penalty is a fine of HK $500,000 and imprisonment for three years. 229
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5. EVALUATION AND RECOMMENDATIONS

5.1 Comparative Insights and Merits of the Chinese Law

The above examination of some major jurisdictions’ data protection regimes shows that both the US and the EU have well-established regulatory frameworks, but the EU’s model is proven to be more influential in shaping other jurisdictions’ data protection laws, such as those of Singapore and Hong Kong. We also note that the effectiveness of Singapore’s data protection law is partially undermined by its wide exemptions, while the sanctions under Hong Kong’s data protection law are inadequate.

In the EU, the right to data protection is a fundamental right\(^\text{230}\) and protected by a comprehensive set of legal rules. The GDPR has a wide scope of application, covering all natural or legal persons collecting and processing personal data. By comparison, in the US, there is no unified data protection law and the respective data protection provisions are scattered among many laws that regulate different sectors. While the EU’s data protection law is structured around data subjects’ right to data protection, the US’s philosophy of data protection is based on the idea that consumers’ interests should be protected against deception or unfairness.\(^\text{231}\) Despite their different approaches, data protection laws on both sides are informed by the FIPs and share the core principles of fairness, lawfulness, transparency, data minimisation, purpose limitation and so forth. But some principles in the US are less stringent than those in the EU. One classic example is that data subjects in the US are generally required to opt out to stop sharing their personal data with third parties rather than opt into the service. The underlying reason behind the less stringent requirements seems that the US is trying to strike a balance between Internet economy innovation and consumer protection.\(^\text{232}\)

By comparing China’s regulatory approach with other jurisdictions, we find that China started with a piecemeal approach resembling the US model but is now moving towards the EU’s principle-based approach.\(^\text{233}\) The 2018 SAMR Specification (2020 Revision), as a comprehensive guide of data protection, substantially follows the GDPR’s regulatory approach. Significantly, the Cybersecurity Law and the 2018 SAMR Specification
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(2020 Revision) widen the application scope, covering all organizations that collect and process personal data, and impose strict obligations of data protection on them.

For mobile payment, the laws and regulations address the privacy risks of mobile payment, such as target advertising. For instance, “the information that may reflect a specific person (without necessarily identifying) them” now falls within personal information so that the collection and processing of personal data will be subject to the data protection requirements under the 2018 SAMR Specification (2020 Revision). It would help to deal with target marketing, one of the major threats to the data privacy of mobile payments, particularly in the case where target marketing does not directly use personally identifiable information but often uses software to build personal profiles excluding the necessary identifiable information.

The 2018 SAMR Specification (2020 Revision) deals with online tracking problems that are often considered intrusive and threatening to personal data privacy. Many online platform service providers would place cookies or similar tracking devices on users’ equipment without their knowledge to track their online behaviour and usage patterns in order to develop a specific profile and provide consumers with tailored advertisements. The 2018 SAMR Specification (2020 Revision) regards the information of online activities as sensitive information and requires service providers to obtain the users’ opt-in consent before collecting such information.

The 2018 SAMR Specification (2020 Revision) also makes a distinction between anonymized data and de-identified data. It does not exclude the de-identified data from the scope of personal information as this type of data may still be identified with the help of additional information. The special mechanisms of protecting sensitive personal information are introduced, such as explicit consent from data subjects before collection, encryption storage and transmission of sensitive information, as well as

240. 2018 SAMR Specification (2020 Revision), supra note 58 at § 5.5.
special controls of accessing sensitive information. Likewise, under the 2020 PBOC Specification, financial institutions should use de-identification, anonymisation or encryption where necessary to protect the personal financial information after collection.

In relation to the consent requirement, the 2018 SAMR Specification (2020 Revision) prohibits the bundle or forced consent. Opt-in consent is required before the collection of sensitive information is allowed. The principle of transparency is also strengthened. The disclosure statements are required to be presented in a concise, meaningful, timely and accessible manner. A standardised short-form notice is introduced to allow users to digest privacy policies more easily.

As discussed before, the PBOC has played a proactive role in strengthening data privacy protection for the financial industry. The 2020 PBOC Specification represents the PBOC’s more recent effort in this regard. It adds some industry-specific parameters by grading the personal financial information into three categories, which in turn require different protective measures. By doing so, it provides clearer guidance on data protection for the relevant institutions, including banks and non-bank payment institutions. In general, the 2020 PBOC Specification largely aligns with the 2018 SAMR Specification (2020 Revision) on the FIPs and specific technical requirements, such as de-identification, anonymisation and encryption.

Overall, in relation to data privacy protection, the rules issued by the PBOC are essentially intended to embody and specify the general regulatory requirements of data protection for the financial markets, and do not really introduce many new regulations. While the general regulatory regime can be used to deal with many privacy risks in mobile payment, some risks are much more acute for mobile payment users. Accordingly, it is important for the regulators to make specific rules to facilitate compliance and enforcement regarding the privacy issue in mobile payment.
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5.2 Remaining Problems and Recommendations

5.2.1 Improving Certain Regulatory Requirements and Principles

For mobile payment, there are some remaining problems with the regulation, the chief among which is the ineffective requirements of consent and disclosure, the ambiguous principle of purpose limitation, and the limited applicability of the principle of data minimisation. These problems need to be addressed in order to improve the efficacy of the regulation.

To begin with, while the disclosure requirement is crucial to data protection, the effectiveness of disclosure is undermined in the context of mobile payment. One major reason is that the privacy policies are often provided in scrolling text boxes present on mobile phones’ small screens.249 They are often several pages long, and users usually would not spend considerable time reading the policies which are full of complex and technical terms before using a particular service. The inefficiency of the disclosure requirement further undermines the effectiveness of the consent requirement.250 Although the 2018 SAMR Specification (2020 Revision) requires consumers’ affirmative consent, many consumers may simply tick consent boxes without reading or understanding the policies.251 The prohibition on bundle consent is mainly theoretical with little practical meaning, as a single collection request for its major mobile payment service will allow the mobile payment service providers to collect all the necessary information. If consumers refuse to accept the privacy policy, their access to the platform will be denied.

Inspired by the EU’s approach, this article makes two recommendations to solve this issue. First, a multi-layered notice mechanism can be used. Specifically speaking, the essential information in relation to the data collection and processing should be presented in the initial notice to the consumers in a concise and readable manner.252 It can be combined with the use of icons, images or videos. Further detailed information can be made available through hyperlinks.253 The primary purpose of this approach is to
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allow consumers to quickly grasp the key information on the privacy policies. Second, we note that the mobile payment service providers usually make their service contingent upon consumers’ acceptance of their privacy policy practices of extensively collecting their personal information (both financial and ancillary information). The problem with this “take-it-or-leave-it” approach is, however, particularly unfair to the consumers in China where the mobile payment market is dominated by two giants – Alipay and WeChat Pay, and consumers do not have much choice but to accept their privacy policies. Therefore, like the requirement of the PSD2 in the EU, the data controllers should only collect and process personal data necessary for the provision of their payment services. Even if they intend to collect ancillary data for additional purposes (such as marketing purpose), a separate consent from consumers must be obtained.

Further, the Cybersecurity Law does not contain the principle of purpose limitation. The 2018 SAMR Specification (2020 Revision) also fails to give a detailed definition of this principle except a simple statement that “the use of personal information should not exceed the scope that is directly or reasonably related to the purpose claimed at the time of the collection of personal information.” The issue is how to determine whether the purpose for which the data is originally collected and processed is directly or reasonably related to the purpose of further processing. For example, one privacy concern arising in mobile payment is target advertising. If we booked a flight on an online platform, we may find that this platform will keep recommending advertisements on hotels after the booking. Would we say that this advertising is directly or reasonably relevant to the original purpose of collecting information, which is supposed to be the execution of payment?

The EU’s Article 29 Data Protection Working Party has provided a systematic approach to deal with this issue. When examining whether the additional purpose of processing data is directly or reasonably related to the original purpose, the following factors could be taken into consideration: whether the new purpose was already implied or a logical next step in the processing, whether the consumers expressly consented to the further processing, whether the processing involved sensitive personal information, and whether the controllers have adopted safeguards “to ensure fair processing and to prevent any undue impact on the data subjects (e.g., anonymisation, increased transparency, a possibility to object).” Another practical approach to deal with this problem is that a data controller could

254. 2018 SAMR Specification (2020 Revision), Section 7.3.
list the original purpose and the additional purposes of collecting and processing data, allowing consumers to opt-in for the acceptable ones.

Last but not least, under the 2018 SAMR Specification (2020 Revision), the principle of data minimisation only applies to the stage of data collection.\textsuperscript{256} By comparison, under the GDPR, the principle of data minimization does not only apply to data collection but applies to all types of data processing.\textsuperscript{257} It is possible for information that is initially collected in a lawful manner under this principle to be illegally processed later. Therefore, it is important to ensure that all stages of data processing should comply with the principle of data minimisation.

5.2.2 Establishing A Unified Data Protection Law and A Unified Enforcement Agency

Although China is moving toward a coherent legal structure on data protection, the relevant laws and regulations are still broad-brush and repetitive. The 2018 SAMR Specification (2020 Revision) and the 2020 PBOC Specification are not mandatory, but rather serve as voluntary industry standards. No direct penalties would be applied for contravention of these two specifications. Although they can act as reference for law enforcement authorities to decide compliance with various data protection rules, the authorities have latitude in their enforcement and this can create significant legal uncertainty. We can find that a unified data protection law is a global common practice. It is submitted that China should incorporate the basic principles and specific requirements of data protection into one unified law to reduce fragmentation of laws, strengthen consistency in enforcement, simplify the regulatory environment, and reduce unnecessary costs and administrative burden. In light of our analysis on the efficiency of China’s current data privacy protection regime, it is recommended that future legislation could be structured around two well-recognised axes.\textsuperscript{258} The first one is privacy by design, where companies are obligated to comply with the data protection requirements at every stage of the development of products and services. The second axis is privacy by default where the data controllers make pre-existing choices on behalf of the data subjects regarding the data processing option, and in doing so, they must ensure that only the personal data that is necessary to achieve the purpose of the processing is enabled.

\textsuperscript{256} 2018 SAMR Specification (2020 Revision), Section 5.2.
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\textsuperscript{258} GDPR, Article 25; but see Ira S. Rubinstein and Nathaniel Good, “The Trouble with Article 25 (and How to Fix It): the Future of Data Protection by Design and Default” (2020) 10(1) International Data Privacy Law, 37.
Apart from a unified data protection law, there is also a need for a unified enforcement agency, which is more efficiently structured to facilitate the enforcement of the law. Under China’s current regulatory regime, there are multiple enforcement agencies responsible for enforcing the myriad statutory protections, including but not limited to the Cyberspace Administration of China, the Public Security Bureau, and the MIIT. In addition, as non-bank financial institutions, mobile payment service providers are also subject to the regulation of both the PBOC and the CBIRC. The SAMR has the general responsibility to protect consumers’ rights, including the right to data protection.

By examining the experiences of those overseas jurisdictions, we note that a unified law enforcement agency is a common practice in data privacy protection. However, in China, the enforcement could be hampered by the existence of multiple enforcement agencies authorized by different laws. This is illustrated by the Alipay case. At the end of 2017, Ant Financial (an affiliate of Alibaba Group Holding Limited operating the Alipay mobile payment services of Alibaba’s shopping platform) launched its Alipay Annual User Footprint Report within its Alipay mobile wallet application, allowing users to look how they had spent their money over the year.259 However, the landing page of the report had a small box that was checked by default, which provided that “I consent to the ‘Sesame Credit Service Agreement’”. Users who did not notice the checked box would have agreed by default to opt into this agreement under which Ant Financial can direct users’ information to the third party Sesame Credit, and the users were not allowed to revoke their consent.260 When Alipay’s grasping terms of service came into light, many users expressed their grave concerns over their data privacy.261

As Ant Financial is subject to the regulation of multiple authorities, including the Cyberspace Administration of China, the MIIT and the PBOC, these authorities have taken different actions against the company. On 6 January 2018, the Security and Coordination Office of the Cyberspace Administration of China made inquiries into Ant Financial and Sesame Credit, concluding that Ant Financial failed to meet the data protection
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requirements set out in the 2018 SAMR Specification (2020 Revision). On 11 January 2018, the Communication Management Office of the MIIT inquired into three technology companies – Alibaba Group, Baidu and ByteDance and reprimanded these companies for not giving sufficient notification to users on their privacy policies. These companies were requested to immediately rectify and improve their privacy policy to protect the users’ rights and interests. On 22 March 2018, the Hangzhou Central Branch of the PBOC imposed an administrative fine of 180,000 yuan on Ant Financial on the basis that the data practice of Ant Financial failed to provide adequate protection for financial consumers’ right to know and right to choose.

In summary, the lack of a single privacy law enforcement agency has caused conflict and friction between different authorities, leading to fragmented and incoherent decision-making. Different authorities may also bring actions for the same violation, which will not only result in a waste of regulatory and judicial resources but will also give rise to the issue of inconsistent judgments. Therefore, China should consider establishing a unified agency responsible for the enforcement of a unified data protection law.

5.2.3 Enhancing both Public and Private Enforcement

As with any other areas of law, the effectiveness of the data protection regime depends on both substantive rules and enforcement strategies. In general, law enforcement strategies can be broadly divided into two modes – public enforcement and private enforcement. Public enforcement is initiated by a state official such as a regulator or a prosecutor, while private enforcement is done so by a private party in the form of civil actions for compensation or rescission. These two modes of law enforcement have their own strengths and weaknesses. For instance, public enforcement has advantages vis-à-vis private enforcement in terms of the power to investigate and impose severe penalties. Private enforcement, however, has its own strengths. First, while the function of deterring misconduct is common to both public and private enforcement, private enforcement also has the
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important function of compensating victims which public enforcement usually cannot perform. Second, the efficacy of public enforcement depends very much on the organizational capacity and resources of the regulator. As discussed above, there is a need for China to establish a uniform regulator for data protection. Hence, China is advised to pursue both enforcement strategies in relation to the data protection law.

On the one hand, private enforcement in the form of civil litigation is often sought on the basis of tort law, but a claimant may face many difficulties in pursuing the action. First, there can be an enormous imbalance of economic power and information asymmetry between the aggrieved individuals and the organizational data controllers, which makes it difficult for the claimants to produce evidence and prove the tortious act. This problem may become particularly acute where the data controllers exclusively possess the impugned information. For instance, in the case of Lin Nianping v. Sichuan Airlines Co., Ltd, a passenger named Lin Nianping sued Sichuan Airlines for disclosing his personal information (including his name, phone number, and flight information) to a third party who subsequently misled Lin Nianping to buy another air ticket. The court found that Lin Nianping was an ordinary consumer who did not possess material evidence to prove the respondent’s actual negligence of failing to protect personal data, whereas Sichuan Airlines Co Ltd was in a favourable position to provide the necessary evidence to prove otherwise. Lin Nianping had already proven a strong likelihood that the company disclosed its passenger’s information, and it would be unfair to require him to further prove that Sichuan Airline Co Ltd was actually negligent. The reversal of the evidential burden has also been confirmed in Pang Lipeng v. China Eastern Airlines Co., Ltd. and Beijing Qunar Information Technology Co., Ltd which was later compiled by the Supreme People’s Court into the list “The First Batch of Typical Cases Related to the Internet.” The Supreme Court remarked that the claimant as an ordinary passenger did not have the ability to prove the respondents’ negligence of failing to protect personal data, and

---
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the court cannot and should not require the claimant to prove that the respondent must have leaked the passenger’s personal information. It was for the respondent to prove otherwise.

The second difficulty lies in the problem of proving concrete harm or loss suffered by the aggrieved party as “the risk accompanying the collection, use, and dissemination of personal data is accumulative.” 269 Thirdly, even though the claimants could succeed in their claims, the courts may only award a small amount of damages. For example, in Lin Nianping, the court eventually ordered Sichuan Airline Co Ltd to make an apology and compensate Lin Nanping with 5,648 yuan (about US$806). 270 In Pang Lipeng, the court only ordered an apology to be made. 271 It may discourage the aggrieved party from bringing private actions. Fourthly, many data practices, such as data harvesting and profiling, often take place in a non-transparent manner. Without the knowledge of how their data are misused, individuals cannot effectively protect their personal data on their own.

On the other hand, under the mode of public enforcement, the relevant competent departments may order the organisations to make corrections, and can, according to the circumstances, confiscate any illegal income, and impose a fine of not less than one time and not more than ten times the illegal gains. If there are no illegal gains, a fine of not more than 1,000,000 yuan shall be imposed, and the person in charge and other persons directly responsible shall be fined not less than 10,000 yuan but not more than 100,000 yuan. 272 However, there are two issues with administrative fines. First, it may be easy to calculate the gains from the illegal trade in data but it would prove difficult to assess the unlawful gains made by internet companies. As discussed above, many internet companies, like Google and Facebook, do not trade in the personal data but use the data for target advertising and supply the data to develop their artificial-intelligence services, which can in turn generate new sources of profits. Assuming the data used in the development of artificial-intelligence services is illegally collected or processed, should we take into account the remote gains derived from the development of new technology? Secondly, the current level of fines in China is inadequate to act as a deterrent. In the Alipay Case, Alipay was only fined 180,000 yuan (about US$25,700) by the PBOC, which was negligible compared with this technology giant’s annual revenue. By
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comparison, the GDPR allows European data protection authorities to fine companies up to the higher of €20 million or 4 percent of their global turnover for the most serious category of data protection violations.  

With the above observations, this article makes the following suggestions. First, given the massive asymmetry of information and evidential difficulties which limit the utility of private enforcement, this article suggests that a “piggyback” mechanism be introduced whereby the private action follows and thus can piggyback on the public enforcement in relation to threshold questions, such as the occurrence of infringements and the guilt of relevant people. Second, as most data privacy infringements are motivated by the pursuit of profits, substantial fines can be introduced to deter illegal use of personal data. To incentivise data controllers and data processors to comply with the requirements of data protection, future legislation should develop a system of determining fines for wrongdoers by taking into consideration economic and informational power of data controllers and processors, past acts of non-compliance, and the risks to which personal data is exposed as a result of their illegal practices. Similarly, in the private enforcement, the compensation awarded to the victims could be calculated by reference to the extent to which the personal data is illegally collected and the risk to which the personal data is exposed in the illegal data practices.

6. CONCLUSION

Mobile payment has transformed the Chinese economy. While consumers are enjoying the great benefits provided by mobile payment, they are also plagued by the serious issue of data privacy risks. This article first examined the development of mobile payment in China, and the factors responsible for the heightened privacy risks of mobile payment. It found that the involvement of multiple players in mobile payment and extensive data harvesting contribute to these privacy risks. This article then discussed the transformation process of China’s data protection regime, under which China started with a piecemeal approach and is now moving towards a principle-based framework. At present, China’s data protection regime is mainly comprised of the Cybersecurity Law and relevant regulatory rules.
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such as the 2020 PBOC Specification, which together set out the key regulatory elements such as the concept of personal information, the obligations for data controllers and processors, as well as the principles of the FIPs.

By examining the experiences of some overseas jurisdictions, including the US, the EU, Singapore and Hong Kong, this article found that China’s current regulatory approach bears more resemblance to that of the EU. The 2018 SAMR Specification (2020 Revision), as a comprehensive guide to personal data security and privacy, substantially follows the GDPR’s regulatory structure. China’s current regulatory regime strengthens the standard of privacy protection and addresses a series of privacy issues arising in mobile payment, such as target advertising and online tracking. Despite China’s efforts to enhance data privacy protection in the digital age, more needs to be done. This article made the following observations and suggestions. Firstly, there are some remaining issues, including, among others, the ineffective requirements of consent and disclosure, the ambiguous principle of purpose limitation, and the limited applicability of the principle of data minimisation. Secondly, a unified law and a unified enforcement agency should be established to reduce the fragmentation of laws, strengthen consistency in enforcement, simplify the regulatory environment, and reduce unnecessary costs and administrative burden. Finally, both private enforcement and public enforcement should be strengthened to compel data controllers to comply with the regulatory requirements.